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1.	Introduction

Working Party 5/7 is responsible for �Open Systems Technology�. Working Party 5/7 met on September�23,�1998, under the chairmanship of Mr. Stefani.

2.	Responsibilities of Working Party 5/7

Study group 7 assigned the following Questions and Recommendations to Working Party 5/7:



Question�Subject�Existing Recommendations��19/7�Open systems architecture�X.200, X.210, X.220��20/7�Security services, mechanisms and protocols�X.800, X.803, X.810, X.811, X.812, X.813, X.814, X.815, X.816, X.830, X.831, X.832, X.833, X.834, X.835��21/7�Naming, addressing, and registration�X.650, X.660, X.665, X.666, X.669, X.670, X.671��22/7�Open systems interconnection application, presentation and session layers�X.207, X.208, X.209, X.215, X.216, X.217, X.218, X.219, X.225, X.226, X.227, X.228, X.229, X.235, X.236, X.237, X.245, X.246, X.247, X.248, X.249, X.255, X.256, X.257, X.637, X.638, X.639, X.680, X.681, X.682, X.683, X.690, X.691, X.851, X.852, X.853, X.860, X.861, X.862, X.863, X.880, X.881, X.882��23/7�Testing of data communications protocols�X.290, X.291, X.292, X.293, X.294, X.295, X.296��24/7�Open distributed processing�X.901, X.902, X.903, X.904, X.920, X.950, X.952��

3.	Rapporteurs for Working Party 5/7

Question�Rapporteur��19/7���20/7�D. Nunley��21/7�Y. Ronen��22/7�S. Van Trees��23/7�B. Chin��24/7���4.	Results of the meeting

With the exception of Q19/7, each of the questions entrusted to WP5/7 met during this SG 7 meeting. Their meeting reports and action plans can be found in Annexes to this report. Each of these reports and action plans was approved as a basis for ongoing and future work. Main topics of interest for each question are identified below.

4.1	Question 20/7

Main items for Question 20/7 included :

Reviewing two new documents concerning Guidelines for Trusted Third Party Services, and Security Information Objects. These will be developed as common text documents with ISO/IEC JTC1/SC27/WG1.

Working on a compendium of approved security-related definitions. This compendium is not intended as a formal document, but as a help for people interested in security issues . It  is planned to include it in the Security Handbook, which is under development by Q20/7.

Reviewing Y2K issues in Recommendations under the purview of Q20/7: none were found.

Coordinating with SG13 and the JTC1 Ad-Hoc Working Group on GII Security on issues related to security in the GII, and with SG 11 on issues related to security in IMT 2000. Concerning the GII, it was agreed that work on security-related issues can only proceed within the framework of focused individual projects, not at the global scope of the GII.

Reviewing a potential generalization of STASE-ROSE, in order to cover different ASEs using the same approach.

No Recommendations from Q20/7 are proposed for approval at this meeting of Study Group 7, and none are proposed for determination at this meeting of Study Group 7.

4.2	Question 21/7

Main items for Question 21/7 included :

Reviewing a defect report concerning X.669. A corrigendum has been produced but is only proposed for approval at the next Study group 7 plenary, pending further study with Q22/7 (the defect report suggested a possible inconsistency between X.669 and X.680).

Reviewing a request from UPU and ITS groups to allow organizations to register Object IDs immediately subordinate to ROOT. This request warrants further study with the help of ASN.1 experts, and will be handled with Q22/7 and ISO/IEC JTC1/SC6.

Reviewing X.669 related matters : contributions are solicited concerning implementation by the TSB of the X.669 registration process.

No Recommendations are proposed for approval at this meeting of Study Group 7. Corrigendum 1 to X.669 is proposed for determination at this Study Group 7 meeting.

4.3	Question 22/7

Main items for Question 22/7 included:

Completing work on revisions to ACSE: the three ACSE texts are proposed for approval at this meeting.

Completing work on OSI efficiency: Recommendation X.630 on OSI efficiency is proposed for approval at this meeting. Efficiency enhancements for the connection-less upper layers are proposed for determination at this meeting.

Considering the withdrawal of X.208 and X.209: liaisons requesting not to withdraw these two ASN.1 recommendations have been received.

4.4	Question 23/7

Main items for Question 23/7 included:

Maintenance of X.290 series: revised Recommendation X.292 (TTCN version 2) is proposed for approval at this meeting; version 3 of TTCN should be developed in cooperation with Study Group 10.

Reviewing a proposal for an interoperability testing methodology and framework. Close cooperation with TSAG will be sought on that subject (notably in relation with the issue of interoperability testing experiments).

Development of ATM Conformance Test Suites: following the agreement in TSAG on the development of abstract protocol test suites, this work will be transferred to SG11, immediately following this Study Group 7 meeting. In the process, the determined text of Recommendation Q2971bis is handed over to Study Group 11 for further development. A liaison statement to Study Group 11 has been prepared that identifies the relevant documents and their status.

The text of Question 23/7  has been modified (see Annex 4, Appendix 1) to reflect the transfer the work on ATM conformance test suites to Study Group 11.

4.5	Question 24/7

Main items for Question 24/7 included:

Reviewing the status of draft recommendations under joint development with ISO/IEC JTC1/SC7: Recommendations X.910 on the ODP naming framework, and X.930 on ODP interface references and binding, are proposed for approval at this meeting of Study Group 7. Recommendations X.905 on Quality of Service support in ODP, X.911 on the ODP enterprise viewpoint, X.931 on ODP protocol support for computational interactions, X.960 on the ODP type repository function, and amendment 1 to Recommendation X.904 are proposed for determination at this Study Group 7 meeting.

Preparing liaison statements to Study Group 10 on ODL (Object Definition Language) and middleware activities in Study Group 7.

5.	Action Plans

Action plans for Questions 20/7, 21/7, 22/7, 23/7 and 24/7 can be found in Annex�6 to this report.

6.	Recommendations for approval

6.1	Recommendations for approval at this Study Group 7 meeting



Recommendation�New/Revised�Question�Location of text��X.217bis (ACSE service)�new�Q22/7�COM 7-171 + D202��X.227bis (ACSE connection oriented protocol)�new�Q22/7�COM 7-172 + D203��X.237bis (ACSE connectionless protocol)�new�Q22/7�COM 7-173 + D204��X.630 (OSI efficiency)�new�Q22/7�COM 7-177 + TD5160��X.292 (TTCN)�revised�Q23/7�COM 7-152��X.910* (ODP naming framework)�new�Q24/7�COM 7-165��X.930 (ODP interface references and binding)�new�Q24/7�COM 7-158+D227��* �X.910� was known as �X.905� before this meeting.

6.2	Recommendations for approval at the June 1999 Study Group 7 meeting



Recommendation�New/Revised�Question�Location of text��Corrigendum 1 to X.669�new�Q21/7�TD5165��Corrigendum 1 to X.228�new�Q22/7�TD5019��Amend 1 to X.235 (efficiency connectionless session)�new�Q22/7�TD5178���

Amend 1 to X.236 (efficiency connectionless presentation)�new�Q22/7�TD5179��Amend 1 to X.680 (ASN.1 dynamically constrained types)�new�Q22/7�D228��Amend 2 to X.680 (ASN.1 semantic model)�new�Q22/7�D229��Amend 3 to X.680 (ASN.1 relative OIDs)�new�Q22/7�TD5190��Amend 1 to X.681 (ASN.1 Information object semantic model)�new�Q22/7�D230��Amend 1 to X.682 (ASN.1 Constraints - dynamically constrained types)�new�Q22/7�D231��Amend 1 to X.683 (ASN.1 Parameterization - semantic model)�new�Q22/7�D232��Amend 1 to X.690 (BER, CER, DER - dynamically constrained types)�new�Q22/7�D233��Amend 1 to X.691 (PER - dynamically constrained types)�new�Q22/7�D234��X.960 (ODP Type repository function)�new�Q24/7�D219��X.911 (ODP Enterprise Viewpoint)�new�Q24/7�D255��X.931 (ODP protocol support for computational interactions)�new�Q24/7�D221��Amend 1 to X.904 (RM-ODP: Architectural Semantics - Computational formalization)�new�Q24/7�D220��X.905 (RM-ODP: Quality of Service support)�new�Q24/7�TD 5200��7.	Liaison statements and communications

The following liaison statements and communications were produced for sending to various groups. They are contained in Annex�7 to this report.



Liaison to�Origin�Topic�Annex No.��SG4, SG8, SG9�Q20/7�Security-related recommendations�7.1��SG4, SG9�Q20/7�Security-related definitions�7.2��SG13�Q20/7�GII project coordination�7.3��ANSI and SC 6�Q21/7�Establishment of registration authority�7.4��JTC1/SC6�Q22/7�Defect report against X.669�7.5��SG 10�Q23/7�TTCN�7.6��TSAG, SG 11�Q23/7�ATM ATS�7.7��TSAG�Q23/7�Interoperability testing�7.8��JTC1/SC7�Q24/7�Joint activity�7.9��SG10, SG11�Q24/7�ODL�7.10��SG10�Q24/7�Middleware activities�7.11���8.	Future meetings

Question�Date�Location�Remarks��Q20/7�June 1999�Geneva�SG 7 plenary��Q21/7�June 1999�Geneva�SG 7 plenary��Q22/7�Jan. 1999��SC6 ASN.1 group��Q22/7�June 1999�Geneva�SG 7 plenary��Q23/7�June 1999�Geneva�SG 7 plenary��Q24/7�Jan. 1999�USA�SC 7 working group on ODP��Q24/7�June 1999�Geneva�SG 7 plenary��9.	Acknowledgements

The WP5/7 Chairman thanked the rapporteurs and delegates for their hard work and the results achieved at this meeting.
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�ANNEX 1

Report on Question 20/7



1.	Question 20/7:	Security Services, mechanisms and protocols

2.	Contacts:

	a)	For Action Items:	Mr. Elmer J. McDowell	Tel:  +1 703-288-3240

	IECA, Inc.	Fax:  +1 703-288-3241

	9010 Edgepark Road	email:  mcdowelle@ieca.com

	Vienna, Virginia USA 22182

	b)	Rapporteur:	Dr. C. Dale Nunley	Tel:  +1 301-912-1019

		P.O. Box 11	Fax:  +1 301-912-1019

		Annapolis Junction, MD	email:  dnunley@romulus.ncsc.mil

		USA 20701

3.	Documents considered:

TD0131, TD0132, TD0134, TD0145, TD5138, TD5140, TD5147, TD5148, TD5149, TD5151, TD5152, TD5154, D 178/5, D 179/5, D 190/5, COM 7-178.

Summary of D 178/5:

This document contains a history of the development of the Security Information Object (SIO) project in ISO/IEC JTC 1/SC 27.  The SIO has been accepted as a collaborative work project with SC27.  It is expected to reach Committee Draft status at the SC27 October 1998 meeting.  It was introduced into the ITU-T process at this meeting.

Summary of D179/5:

This document is a response from ISO/IEC JTC 1/SC 27 WG 1 to an ITU-T Study Group 7 Question 20/7 liaison concerning possible collaborative efforts.  It confirms agreement to work collaboratively on the SIO and Trusted Third Party (TTP) documents and suggests other areas of investigation. 

Summary of D190/5:

This document is the final report of the Ad Hoc Working Group on GII Security. 

Summary of COM 7-178:

This document is the report of the Rapporteur�s Meeting on IMT-2000 security held in April�1998.

4.	Meeting results:

4.1	Agreements reached

	a)	The participants agreed to the following: 

an updated Action Plan (see Annex 6.1)

a revised listing of ITU-T security-related Recommendations (see Appendix 1)

distribute ISO/IEC JTC 1/SC 27 WG 1 documents on Guidelines for Trusted Third Party Services and Security Information Objects that are to be pursued as common text documents (TD5172)

review and comment on proposed changes to the compendium of approved security-related definitions via e-mail to ensure conclusions by the June 1999 meeting

no Y2K issues exist in Recommendations under the purview of Q.20/7

continue coordination with SG13 as Lead Study Group on Global Information Infrastructure (GII), the Ad Hoc Working Group on GII security, and SG11 on International Mobile Telephone 2000 (IMT 2000), as appropriate

evaluate IETF security developments for relevance to the ITU-T

consider publishing a generalized STASE-ROSE document in the X.800 series.

b)	The participants agreed to act on liaison statements as follows: 

Responses were received from SG8 (1/8) (TD5138), SG9 (TD5147), Q19/4 (TD5151), and WP�3/4 (TD5154), proposing changes to the list of security Recommendations.  These changes were agreed in Q20/7 and a liaison (Annex 7.1) was sent to these groups thanking them for their input.

Inputs to the Compendium of ITU-T Approved Security Definitions were received from WP 3/4 (TD5154) and SG9 (TD5148).  A liaison response (Annex 7.2) was sent thanking them for their input.  The definition change from WP 3/4 was accepted and the others were referred for review and consideration via e-mail to ensure a conclusion by the June 1999 meeting.

A liaison (Annex 7.3) was sent to SG13 suggesting that the GII security projects on end-to-end and network security be incorporated into one project under the heading of �security�.  It was suggested that the project plan for the current end-to-end project was sufficiently general that it could address both security areas.  In this liaison, the final report of the JTC 1 Ad Hoc working Group on GII Security was forwarded to SG13.  A change to the security portion of the table in Project F.4 was also suggested.

4.2	Draft Recommendations for approval at this SG 7 meeting

	None.

4.3	Draft Recommendations for approval at the next SG 7 meeting

	None.

4.4	Lead Study Group on Communication Systems Security

The report of the third Lead Study Group coordination meeting on Communication Systems Security is given in Appendix 2.

4.5	Further study

continue drafting the security handbooks

examine the X.800 series for possible update

investigate relevance of IETF security work

continue coordination on IMT-2000 and GII security

continue compilation of security definitions list

continue compilation of a catalogue of security related Recommendations

study need for work on security mechanisms Recommendations

continue collaboration with JTC 1/SC 27

4.6	Liaison statements

	See Annexes 7.1 to 7.3.

5.	Next meeting

	The next meeting of Q20/7 will be held during the next meeting of SG7, 7 - 18 June 1999.

_____________________
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�Appendix 1

(to Annex 1)

Revised listing of ITU-T Security-related Recommendations



No.�STATUS�TITLE�SECURITY ASPECTS�QUESTION��F.851�Approved�Universal Personal Telecommunication (UPT) - Service description (service set 1)����J.93�Determined�Requirements for conditional access in the secondary delivery of digital television or cable television systems�This Recommendation defines the data privacy and access requirements protecting MPEG digital television signals passed on cable television networks between the cable headend and the ultimate subscriber.  The exact cryptographic algorithms used in theis process are not in J.93 as they are regionally and/or industry determined.�SG9��M.3016�Approved�Overview of TMN Security�This recommendation (previously M.3sec) provides general overview and a tutorial of the security needs of the TMN.�Q13/4��M.3320�Approved�Management requirements framework for the TMN X interface�This Recommendation includes specifications of the security requirements of the TMN X interface�Q13/4��M.3400�Approved�TMN management functions�This Recommendation includes descriptions of the security management function supported by the TMN.�Q13/4��Q.813�Approved�Security transformations application service element for remote operations service element (STASE-ROSE)�STASE-ROSE supports a full range of security transformations for the protection of CMIP PDUs�Q19/4��T.30�Approved�Procedures for document facsimile transmission in the general switched telephone network�Annex G provides procedures for secure G3 document facsimile transmission usig the HKM and HFX system

Annex H provides for security in facsimile G3 based on the RSA algorithm�Q1/8��T.36�Approved�Security capabilities for use with Group 3 facsimile terminals��Q1/8��T.503�Basic Text Approved�A document application profile for the interchange of Group 4 facsimile documents�No progress in providing security in G4 facsimile�Q1/8��T.563�Basic Text Approved�Terminal Characteristics for Group 4 facsimile apparatus�No progress in providing security in G4 facsimile�Q1/8��X.237�Approved�Information technology - Open Systems Interconnection - Connectionless protocol for the Association Control Service Element:  Protocol specification�Amendment 1 to this Recommendation includes the ASN.1 extensibility marker in the module describing the protocol. It also enhances the connectionless ACSE protocol specification to provide support for conveyance of authentication parameters in the A-UNIT-DATA APDU.�Q22/7��X.257�Approved�Information technology - Open Systems Interconnection - Connectionless protocol for the Association Control Service Element:  Protocol Implementation Conformance Statement (PICS) proforma�This Recommendation | International Standard provides the protocol implementation conformance statement (PICS) proforma for the OSI connectionless protocol for the Association Control Service Element (ACSE) which is specified in Recommendation X.237. The PICS proforma represents, in tabular form, the mandatory and optional elements of the connectionless ACSE protocol. The PICS proforma is used to indicate the features and choices of a particular implementation of the connectionless ACSE protocol.�Q22/7���X.273�Approved�Information technology - Open Systems Interconnection - Network layer security protocol�This Recommendation | International Standard specifies the protocol to support the integrity, confidentiality, authentication and access control services identified in the OSI security model as applicable to connection-mode and connectionless-mode network layer protocols. The protocol supports these services through the use of cryptographic mechanisms, security labeling and assigned security attributes, such as cryptographic keys.�Q10/7��X.274�Approved�Information technology - Telecommunications and information exchange between systems - Transport layer security protocol�This Recommendation | International Standard specifies the protocol which can support the integrity, confidentiality, authentication and access control services identified in the OSI security model as relevant to the transport layer. The protocol supports these services through the use of cryptographic mechanisms, security labeling and assigned attributes, such as cryptographic keys.�Q10/7��X.400/F.400�Approved�Message handling system and service overview�This Recommendation | International Standard defines Message Handling System (MHS) elements of service for User Agent (UA)-to-UA, Message Transfer Agent (MTA)-to-MTA, UA-to-MTA, and UA-to-Message Store (MS) security services of confidentiality, integrity, authentication, non-repudiation and access control identified in Recommendations X.800 and X.509 as relevant to the Application Layer.�Q14/7, Q16/7��X.402�Approved�Information technology - Message Handling Systems (MHS): Overall architecture�This Recommendation | International Standard specifies security procedures and Object Identifiers fr use in MHS protocols to realize the services of confidentiality, integrity, authentication, non-repudiation and access controls identified in Recommendations X.800 and X.509 as relevant to the Application Layer.�Q14/7��X.411�Approved�Information technology - Message Handling Systems (MHS) - Message transfer system: Abstract service definition and procedures�This Recommendation | International Standard specifies mechanisms and procedures supporting confidentiality, integrity, authentication and non-repudiation services identified in Recommendations X.800 and X.509 as relevant to the Application Layer.  The protocol supports these services through the use of cryptographic mechanisms, security labeling, and digital signatures as identified in Recommendation X.509.  Although Recommendation X.411 specifies protocol that uses asymmetric cryptographic techniques, symmetric cryptographic techniques are also supported.�Q14/7��X.413�Approved�Information technology - Message Handling Systems (MHS):  Message Store:  Abstract service definition�mechanisms, protocol and procedures supporting integrity, access control, authentication, integrity and non-repudiation services as identified in Recommendations X.800 and X.509 as relevant to the Application Layer.  The protocol supports these services on behalf of the Message Store direct user.�Q14/7��X.419�Approved�Information technology - Message Handling Systems (MHS): Protocol specifications�This Recommendation | International Standard specifies procedures and application contexts to identify secure access for MHS entities and remote users by providing authentication and access control services  identified in Recommendations X.800 and X.509 as relevant to the Application Layer.�Q14/7��X.420�Approved�Information technology - Message Handling Systems (MHS) - Interpersonal messaging system�This Recommendation | International Standard specifies mechanisms, protocol and procedures for he exchange of objects between Interpersonal identified in Recommendations X.800 and X.509 as relevant to the Application Layer. User Agents on behalf of its direct user.  The security services supported are integrity, confidentiality, authentication and access control as identified in Recommendations X.800 and X.509 as relevant to the Application Layer.�Q14/7���

X.435�Approved�Information technology - Message Handling Systems: Electronic data interchange messaging system�This Recommendation | International Standard specifies mechanisms, protocol and procedures for he exchange of objects between Electronic Data Interchange (EDI) User Agents on behalf of its direct user.  The security services supported are integrity, confidentiality, authentication and access control as identified in Recommendations X.800 and X.509 as relevant to the Application Layer.�Q14/7��X.440�Approved�Information technology - Message Handling Systems: Voice messaging system�mechanisms, protocol and procedures for he exchange of objects between Voice User Agents on behalf of its direct user.  The security services supported are integrity, confidentiality, authentication and access control as identified in Recommendations X.800 and X.509 as relevant to the Application Layer.�Q14/7��X.502���This Recommendation | International Standard specifies the Directory use of its X.509 Security Framework.���X.509�Approved�Information technology - Open Systems Interconnection - The Directory:  Authentication framework�This Recommendation | International Standard defines a framework for the provision of authentication services by Directory to its users. It describes two levels of authentication: simple authentication, using a password as a verification of claimed identity; and strong authentication, involving credentials formed using cryptographic techniques. While simple authentication offers some limited protection against unauthorized access, only strong authentication should be used 

as the basis for providing secure services.�Q15/7��X.519�Approved�Information technology - Open Systems Interconnection - The Directory: Protocol specification�This Recommendation | International Standard specifies procedures and application contexts to identify secure access during binding of Directory entities�Q15/7��X.733�Approved�Information technology - Open Systems Interconnection - Systems Management:  Alarm reporting function��Q14/4��X.735�Approved�Information technology - Open Systems Interconnection - Systems Management:  Log control function��Q14/4��X.736�Approved�Information technology - Open Systems Interconnection - Systems Management:  Security alarm reporting function�Recommendation X.736 defines the security alarm reporting function. The security alarm reporting function is a systems management function which may be used by an application process in a centralized or decentralized management environment to exchange information for the purpose of systems management, as defined by CCITT X.700/ISO/IEC 7498-4. Recommendation X.736 is positioned in the application layer of CCITT X.200/ISO 7498 and is defined according to the model provided by ISO/IEC 9545.  The security alarm notifications defined by this systems management function provide information regarding operational condition and quality of service, pertaining to security.

�Q14/4��X.740�Approved�Information technology - Open Systems  Interconnection - Systems Management:  Security audit trail function��Q14/4���

X.741�Approved�Information technology - Open Systems Interconnection - Systems Management:  Objects and attributes for access control��Q14/4��X.800�Approved�Security architecture for Open Systems Interconnection for CCITT applications�Recommendation X.800 defines the general security-related architectural elements which can be applied appropriately in the circumstances for which protection of communication between open systems is required. It establishes, within the framework of the Reference Model, guidelines and constraints to improve existing Recommendations or to develop new Recommendations in the context of OSI in order to allow secure communications and thus provide a consistent approach to security in OSI. Recommendation X.800 extends the Reference Model (Recommendation X.200) to cover security aspects which are general architectural elements of communications protocols, but which are not discussed in the Reference Model.



Recommendation X.800:



	a) provides a general description of security services and related mechanisms, which may be provided by the Reference Model; and



	b) defines the positions within the Reference Model where the services and mechanisms may be provided.�Q20/7��X.802�Approved�Information technology - Lower layers security model�This Recommendation | International Standard describes the cross layer aspects of the revision of security services in the lower layers of the OSI Reference Model (Transport, Network, Data Link, Physical). It describes the architectural concepts common to these layers, the basis for interactions relating to security between layers and the placement of security protocols in the lower layers.�Q10/7��X.803�Approved�Information technology - Open Systems Interconnection - Upper layers security model�This Recommendation | International Standard describes the selection, placement and use of security services and mechanisms in the upper layers (applications, presentation and session layers) of the OSI Reference Model.�Q20/7��X.810�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Overview�This Recommendation | International Standard defines the framework within which security services for open systems are specified. This part of the Security Frameworks describes the organization of the security framework, defines security concepts which are required in more than one part of the security framework, and describes the interrelationship of the services and mechanisms identified in other parts of the framework.�Q20/7��X.811�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Authentication framework�This Recommendation | International Standard defines a general framework for the provision of authentication. The primary goal of authentication is to counter the threats of masquerade and replay.�Q20/7���

X.812�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Access control framework�This Recommendation | International Standard defines a general framework for the provision of access control. The primary goal of access control is to counter the threat of unauthorized operations involving a computer or communications system; these threats are frequently subdivided into classes known as unauthorized use, disclosure, modification, destruction and denial of service.�Q20/7��X.813�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Non-repudiation framework�This Recommendation | International Standard defines a general framework for the provision of non-repudiation services. The goal of the Non-repudiation service is to collect, maintain, make available, and validate irrefutable evidence regarding identification of originators and recipients involved in data transfers.�Q20/7��X.814�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Confidentiality framework�This Recommendation defines a general framework for the provision of confidentiality services. Confidentiality is the property that information is not made available or disclosed to unauthorized individuals, entities or processes.�Q20/7��X.815�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Integrity framework�This Recommendation | International Standard defines a general framework for the provision of integrity services. The property that data has not been altered or destroyed in an unauthorized manner is called integrity.�Q20/7��X.816�Approved�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Security Audit and Alarms framework�This Recommendation | International Standard describes a basic model for handling security alarms and for conducting a security audit for open systems. A security audit is an independent review and examination of system records and activities. The security audit service provides an audit authority with the ability to specify, select and manage the events which need to be recorded within a 

security audit trail.�Q20/7��X.830�Approved�Information technology - Open Systems Interconnection - Generic upper layers security:  Overview, models and notation�This Recommendation belongs to a series of Recommendations which provide a set of facilities to aid the construction of OSI Upper Layer protocols which support the provision of security services. This Recommendation defines the following:



   a) general models of security exchange protocol functions and security transformations;



   b) a set of notational tools to support the specification of selective field protection requirements in an abstract syntax specification, and to support the specification of security exchanges and security transformations;



   c) a set of informative guidelines as to the application of the generic upper layer security facilities covered by this series of Recommendations.�Q20/7��X.831�Approved�Information technology - Open Systems Interconnection - Generic upper layers security:  Security Exchange Service Element (SESE) service definition�This Recommendation | International Standard belongs to a series of Recommendations which provide a set of facilities to aid the construction of OSI Upper Layer protocols which support the provision of security services. This Recommendation defines the service provided by the Security Exchange Service Element (SESE). The SESE is an application-service-element (ASE) which facilitates the communication of security information to support the provision of security services within the Application Layer of OSI.�Q20/7���

X.832�Approved�Information technology - Open Systems Interconnection - Generic upper layers security:  Security Exchange Service Element (SESE) protocol specification�This Recommendation | International Standard belongs to a series of Recommendations which provide a set of facilities to aid the construction of OSI Upper Layer protocols which support the provision of security services. This Recommendation | International Standard specifies the protocol provided by the Security Exchange Service Element (SESE). The SESE is an application-service-element (ASE) which facilitates the communication of security information to support the provision of security services within the Application Layer of OSI.�Q20/7��X.833�Approved�Information technology - Open Systems Interconnection - Generic upper layers security:  Protecting transfer syntax specification�This Recommendation | International Standard belongs to a series of Recommendations which provide a set of facilities to aid the construction of OSI Upper Layer protocols which support the provision of security services. This Recommendation | International Standard defines the protecting transfer syntax, associated with Presentation Layer support for security services in the Application Layer.�Q20/7��X.834�Approved�Information technology - Open Systems Interconnection - Generic upper layers security:  Security Exchange Service Element (SESE) Protocol Implementation Conformance Statement (PICS) proforma�This Recommendation | International Standard belongs to a series of Recommendations on Generic Upper Layers Security (GULS). It is the Protocol Implementation Conformance Statement (PICS) proforma for the Security Exchange Service Element Protocol specified in ITU-T Rec. X.832 | ISO/IEC 11586-3 and the Security Exchange described in ITU-T Rec. X.830 | ISO/IEC 11586-1, Annex C. 



This Recommendation | International Standard provides a description of the standardized capabilities and options in a form that supports conformance evaluation of a particular implementation.�Q20/7��

________________________

�Appendix 2

(to Annex 1)

Question:	20/7 (LSG CSS)



SOURCE:	Rapporteur on Question 20/7 (D. Nunley)

TITLE:		REPORT ON LEAD STUDY GROUP (LSG) ON COMMUNICATION SYSTEMS SECURITY (CSS)

_________________

1.	Meeting:

	The third Lead Study Group (LSG) coordination meeting for communication systems security (CSS) was held Wednesday afternoon, 16 September 1998.

2. 	Contacts:

	a)	For Action Items:	Mr. Elmer J. McDowell	Tel:  +1 703-288-3240

	IECA, Inc.	Fax:  +1 703-288-3241

	9010 Edgepark Road	email:  mcdowelle@ieca.com

	Vienna, Virginia USA 22182

	b)  Rapporteur:	Dr. C. Dale Nunley	Tel:  +1 301-912-1019

	P.O. Box 11	Fax:  +1 301-912-1019

	Annapolis Junction, MD	email:  dnunley@romulus.ncsc.mil

	USA 20701

3.	Documents considered:

TD0131, TD0132, TD0145, TD0171, TD5140, TD5149, D 178/5, D 179/5, D 190/5, T07 C178

	The delayed documents all related to collaboration with JTC 1.  D 178/5 and D 179/5 concerned collaborative development of a Security Information Objects (SIO) Recommendation and a Trusted Third Party (TTP) Services Recommendation.  Work on these two drafts will go forward in Q20/7.  D 190/5 is the report of the JTC 1 Ad Hoc Working Group on GII Security.

4.	Meeting results:

	It was reported that the results of the Rapporteur�s meeting held in April 1998, as reported in�COM�7-178, were warmly received and highly regarded by the TSAG.  Agreements reached and liaison statements prepared are addressed in the following subparagraphs.

4.1	Agreements reached

	The group reviewed the responsibilities of a Lead Study Group, which include the coordination of all communication systems security issues arising in ITU-T.  Additional responsibilities include continuing collaboration with other security standardization organizations such as JTC 1/SC 27, and identification of relevant IETF work.  It was agreed to continue through Q20/7 cataloging approved and developmental security Recommendations of the ITU-T.

	The group reached agreement on several work items that are to be begun or continued.  Continuing coordination is required with SG11 to develop security for IMT-2000.  Attempts to address the broad areas of GII security are beyond the current capabilities of the group but continuing coordination will be required with SG13 on specific GII security projects.  A handbook or series of handbooks on security processes still needs to be developed.  Continued updating and revision of the list of security definitions is required, as is the maintenance of the catalogue of approved and developmental Recommendations to include summaries of the security relationship.  There is an ongoing need for review and update of the fundamental security Recommendations. These work items were assigned to Q20/7.  Future focus should be on fundamental aspects of security that have not yet been captured.  This would include IP coordination and the security needed for integration of systems of various types.

4.2	Liaison statements

	None

5.	Next meeting

	The next meeting will be held in conjunction with the SG7 meeting scheduled for 7-18 June 1999 in Geneva, Switzerland.



�

�

ANNEX 2

Report on Question 21/7

1.	Question 21/7:		Naming, addressing and registration

2.	Rapporteur

�Dr. Y. Ronen�AT&T Laboratories�Room D5-3A03�200 Laurel Avenue�Middletown, NJ 07748�USA�Tel:	+1 732 420 3666�Fax:	+1 732 358 1909�Email:	ronen@att.com��3.	Documents considered

Recs:		X.660 X.662, X.669

TDs:		5158, 5159;

Delayed:	218, 235

4.	Meeting results

The meeting of Question 21/7 was chaired by R. Jesmajian (USA and WP4/7 Chair) on behalf of the Q21/7 Rapporteur who expressed his regrets for not being available to attend the meeting.

Registration of identified organization names per X.669:  Document D-218 alleged that a problem exists in a NOTE to clause 7.8.  The defect report identifies that the note, as published, does not support the requirements established in X.680 clause 29.9.  The meeting attendees agreed that the problem exists and to accept the correction as proposed in D-218. The proposed Corrigenda 1 to X.669 (1996) is found in TD-5165.

	NOTE - Additional information may be found in Q21/7's meeting report from the Dec 1997 SG7 meeting (COM 7-R 19).

X.669 related matters:  Q21/7 received two responses from Study Groups regarding last meeting's general request for guidance on what process the TSB is to follow. Each response indicated that a specific process or service was not anticipated at this time. 

On behalf of SG7, Q21/7 solicits contributions regarding the TSB's implementation of the X.669 registration process.

ANSI to begin the name registration service: ANSI did not respond to SG7's liaison from the Dec.�1997 meeting of SG7.  Consequently a second request is being sent to ANSI, see Annex 7.4.

UPU and Intelligent Transportation Systems (ITS) groups request to allow organizations to register Object IDs immediately subordinate to ROOT: D-235 was considered in a collaborative meeting with the ASN.1 subgroup of Q22/7. D-235 proposes to change X.660 clause 29.8 to allow organizations to assign Object IDs immediately subordinate to ROOT, i.e., a peer of ISO, ITU or Joint. After much discussion we agreed that matter is part of a larger issue which needs further consideration by ASN.1 experts in JTC1/SC6. JTC1/SC6 collaborates with Q22/7. Q.21/7 Rapporteur expressed concern about allowing any organization to register Object ID arcs immediately subordinate to ROOT in X.660 Amendment 2. ITS and UPU claim that they should be allowed to register immediately subordinate to ROOT to allow them to use very small Object IDs. Q22/7 and JTC1/SC6 are studying the use of context sensitive object IDs in lieu of registering immediately subordinate to ROOT. To date, the only way to register Object IDs immediately subordinate to ROOT is to have it listed in X.660 Amendment 2. Resolution of the matter is deferred to June 1999 pending input from ASN.1 experts during first quarter 1999.

4.1	Action plan

The action plan was revised to reflect the reassignment of JTC1 liaison to SC6 (from SC33).  JTC1 recently disbanded SC 33 and assigned its active registration work to SC6. A revised action plan is found in Annex 6.2.

4.2	Draft Recommendations for approval at this SG 7 meeting

None.

4.3	Draft Recommendations for approval at the next SG 7 meeting

Corrigenda 1 to X.669 (1996) [TD-5165].

4.4	Further study

GII Project M, Contributions are requested.

Use of E.164 telephone numbers as X.500 Directory Distinguished name ALIAS. This issue was identified at this meeting and contributions are requested.

Develop procedures for the TSB to follow for registering identified organization values under the IUT-T naming arc.

5.	Liaison statements

Liaison statement to ANSI, registration authority for the joint arc, requesting assignment of a new arcs under the joint arc (second request), see Annex 7.4.

6.	Next meetings

June 1999 Study Group 7 meeting

March 2000 Study Group 7 meeting

___________________

�

ANNEX 3

Report on Question 22/7

1.	Question 22/7: Open systems interconnection application, presentation, and session layers

2.	Rapporteur

Stephen P. Van Trees

Federal Aviation Administration

FAA/AIR-130, Room 815

800 Independence Ave, SW

Washington, DC 20591-0004

USA

Voice:	+1.202.267.9567

Fax:	+1.202.267.5340

EM:	Stephen_Van_Trees@faa.gov

3.	Documents considered that address issues of concern to Q.22/7

T07-C171	X.217bis -- ASO ACSE Service Definition 

T07-C172	X.227bis -- ASO ACSE Connection Mode Protocol Specification

T07-C173	X.237bis -- ASO ACSE Connectionless Mode Protocol Specification

T07-C177	X.630 -- Efficient OSI Operations

T07-D199	X.630 -- Efficient OSI Operations (Modifications)

T07-D202	X.217bis -- ASO ACSE Service Definition (Modifications)

T07-D203	X.227bis -- ASO ACSE Connection Mode Protocol Specification (Modifications)

T07-D204	X.237bis -- ASO ACSE Connectionless Mode Protocol Specification (Modifications)

T07-D218	X.669 Defect Report

T07-D228	X.680/Draft Amendment 1 � ASN.1 � Dynamically Constrained Types

T07-D229	X.680/Draft Amendment 2 � ASN.1 � Semantic Model

T07-D230	X.681/Draft Amendment 1 � ASN.1 � Information Object Specification - Semantic Model

T07-D231	X.682/Draft Amendment 1 � ASN.1 � Constraint Specification � Dynamically Constrained Types

T07-D232	X.683/Draft Amendment 1 � ASN.1 � Parameterization of ASN.1 Specifications -- Semantic Model

T07-D233	X.690  � ASN.1 Encoding Rules � BER, CER, DER -- Dynamically Constrained Types

T07-D234	X.691 � ASN.1 Encoding Rules � PER -- Dynamically Constrained Types

T07-D235	Distributing Small OIDs and Making Identifiers less significant

T07-D236	Relative OIDs

TD4042	Support for Y2K in MHS

TD5139	Liaison from SG8 on ASN.1

TD5142	Liaison from SG11 on ASN.1

TD5152	Liaison from Q.19/4 on STASE-ROSE

TD5153	Liaison from Q.15/4 and Q.19/4 on ASN.1

TD5155	Liaison from WP4 on STASE-ROSE

TD5156	Determination of MOFULS

TD5157	Assistance in Migrating TMN to ASN.1.

TD5160	X.630 -- OSI Efficiency (Modifications)

TD5178	X.235/Amd 1-- Connectionless Session Fast Byte

TD5179	X.236/Amd 1 -- Connectionless Presentation Fast Byte

TD5190	X.680/Amd 3 -- ASN.1 -- Relative OIDs.

�4.	Meeting Results

4.1	Agreements Reached

	4.1.1	General

	The group has completed work on revisions to ACSE and OSI efficiency.  The group continues work on ASN.1.

	4.1.2	ASO ACSE

	The three ACSE texts are offered for approval at this meeting.  They are in common text, with all ballots completed in SC33.   Mr. Van Trees served as editor. 

	4.1.3	ACSE Defect Report

	The group reviewed a defect report submitted against the ACSE protocol (COM 7-141-E).  The group noted the defect had been fixed in Amendment 1 to ACSE (March 1997).

	4.1.4	Connectionless Efficiency Enhancements

	The efficiency enhancements for connectionless upper layers are to be determined at this meeting.  The possibility of fast-tracking these amendments in ISO will be discussed with Mr. Furniss, the OSI Maintenance Rapporteur. 

	4.1.5	Efficiency Enhancements

	In response to a question at the meeting, it was confirmed that the Addendum 1 (�fast byte�) to X.215, X.225, X.216, and X.226 were cancelled and replaced by Amendment 1 (�efficiency enhancements�) to X.215, X.225, X.216, and X.226, respectively.

	4.1.6	OSI Efficiency

	The OSI Efficiency Recommendation X.630 has been completed and is offered for approval at this meeting.  The project was begun in collaborative mode with ISO/IEC (TR 14770), but JTC 1 has since cancelled the project.

	4.1.7	Cancellation of ISO/IEC JTC1/SC33

	Q.22/7 notes that most of its mature standards on the JTC1 side have been assigned to the OSI maintenance rapporteur.  The ASN.1 work has been assigned to SC6.

	4.1.8	X.208/X.209 Withdrawal

	Q.22/7 had proposed withdrawal of X.208/X.209, such that the Recommendation could not be used or referenced.  Q.22/7 received another series of liaisons requesting NOT to withdraw ASN.1:1988.  The group has prepared a liaison (see COM 7-R 19, Annex 7.12) indicating advantages of the upgrade from ASN.1:1988.  SG4 has accepted the offer from Q.22/7 to facilitate the upgrade to X.680-X.691.

		4.1.9	IETF

	Q.22/7 received information on use of mixed ASN.1 in IETF specifications.  Significant concern was expressed.  More information will be forthcoming.

		4.1.10	X.669

	The group had a collaborative meeting with Q.21/7.  The group agreed to defer resolution of the defect report against X.669 identified in D 218/5 until the next SG7 meeting.  Q.21/7 is to suspend progression of TD 5165 until that time (see Annex 2, clause 4).  The liaison to SC6 is contained in Annex 7.5.

�4.2	Draft Recommendations for approval at this SG 7 meeting:

X.217bis	ASO ACSE Service Definition (COM 7-171 and D 202/5)

X.227bis	ASO ACSE Connection Mode Protocol Specification (COM 7-172 and D 203/5)

X.237bis	ASO ACSE Connectionless Mode Protocol Specification (COM 7-173 and D 204/5)

X.630		Efficient OSI Operations (COM 7-177 and TD 5160)

4.3	Draft Recommendations for approval at the next SG 7 meeting:

X.228/Cor 1	RTSE (TD 5019 March 1997)

X.235/Amd 1	Connectionless Session Protocol -- Efficiency Enhancements (TD 5178)

X.236/Amd 1	Connectionless Presentation Protocol -- Efficiency Enhancements (TD 5179)

X.680/Amd 1	ASN.1 � Dynamically Constrained Types (D 228/5)

X.680/Amd 2	ASN.1 � Semantic Model (D 229/5)

X.680/Amd 3	ASN.1 -- Relative OIDs (TD 5190)

X.681/Amd 1	ASN.1 � Information Object Specification - Semantic Model (D 230/5)

X.682/Amd 1	ASN.1 � Constraint Specification � Dynamically Constrained Types (D 231/5)

X.683/Amd 1	ASN.1 � Parameterization of ASN.1 Specifications -- Semantic Model (D 232/5)

X.690/Amd 1	ASN.1 Encoding Rules � BER, CER, DER -- Dynamically Constrained Types (D 233/5)

X.691/Amd 1	ASN.1 Encoding Rules � PER -- Dynamically Constrained Types (D 234/5)

Summaries of the Recommendations are in Appendix 1.

4.4	Liaison statements and Communications

	Liaison addressed to the SC6 ASN.1 and Registration groups.  It suggests a collaboration on a defect report against X.669 (see Annex 7.5).

5.	Action Plan

The action plan for the work under Q. 22/7 during this Study Period is in Annex 6.3.

6.	Next Meetings

Joint meeting with SC6 ASN.1 Group, January 1999

SG7, June 1999, Geneva
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�Appendix 1

(to Annex 3)

Summary of Q. 22/7 Recommendations for approval at June 1999 ITU-T SG 7 meeting



SUMMARY OF Q. 22/7 DOCUMENTS FOR APPROVAL AT JUNE 1999 ITU-T SG 7 MEETING

1.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.235 �CONNECTIONLESS SESSION PROTOCOL�;  see (TD 5178) (September 1998) (Q.22/7)

This amendment provides efficiency enhancements to the connectionless session protocol in the form of short-form encoding for all establishment protocol-data-units. 

2.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.236 �CONNECTIONLESS PRESENTATION PROTOCOL�;  see (TD 5179) (September 1998) (Q.22/7)

This amendment provides efficiency enhancements to the connectionless presentation protocol in the form of short-form encoding for all establishment protocol-data-units, and default user-data encoding rules.

3.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.680:  �ASN.1 � SPECIFICATION OF BASIC NOTATION � AMENDMENT 1:  DYNAMICALLY CONSTRAINED TYPES�;  see (D 228/5) (Q.22/7)

The amendment provides an ASN.1 capability to describe dynamically constrained types.

4.	DRAFT AMENDMENT 2 TO ITU-T RECOMMENDATION X.680:  �ASN.1 � SPECIFICATION OF BASIC NOTATION � AMENDMENT 2:  SEMANTIC MODEL�;  see (D 229/5) (Q.22/7)

The amendment provides a description of the formal semantic model behind the development of ASN.1.

5.	DRAFT AMENDMENT 3 TO ITU-T RECOMMENDATION X.680:  �ASN.1 � SPECIFICATION OF BASIC NOTATION � AMENDMENT 3:  RELATIVE OBJECT IDENTIFIERS�;  see (TD 5190) (Q.22/7)

The amendment provides a description of the technique of relative objective identifiers.

6.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.681:  �ASN.1 � INFORMATION OBJECT SPECIFICATION � AMENDMENT 1:  SEMANTIC MODEL�;  see (D 230/5) (Q.22/7)

The amendment provides a description of the formal semantic model behind the development of ASN.1.

7.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.682:  �ASN.1 � CONSTRAINT SPECIFICATION  � AMENDMENT 1:  DYNAMICALLY CONSTRAINED TYPES�;  see (D 231/5) (Q.22/7)

The amendment provides the constraint specification for an ASN.1 capability to describe dynamically constrained types.

8.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.683:  �ASN.1 � PARAMETERIZATION OF ASN.1 SPECIFICATIONS � AMENDMENT 1:  SEMANTIC MODEL�;  see (D 232/5) (Q.22/7)

The amendment provides a description of the formal semantic model behind the development of ASN.1.

9.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.690:  �ASN.1 � ENCODING RULES � SPECIFICATION OF BASIC ENCODING RULES (BER), CANONICAL ENCODING RULES (CER), AND DISTINGUISHED ENCODING RULES (DER)  � AMENDMENT 1:  DYNAMICALLY CONSTRAINED TYPES�;  see (D 233/5) (Q.22/7)

The amendment provides an ASN.1 capability to encode dynamically constrained types in BER, CER, and DER.

10.	DRAFT AMENDMENT 1 TO ITU-T RECOMMENDATION X.691:  �ASN.1 � ENCODING RULES � SPECIFICATION OF PACKED ENCODING RULES (PER) � AMENDMENT 1:  DYNAMICALLY CONSTRAINED TYPES�;  see (D 234/5) (Q.22/7)

The amendment provides an ASN.1 capability to encode dynamically constrained types in PER.

_________________

�ANNEX 4

Report on Question 23/7



1.	Question 23/7:	Testing of data communication protocols

2.	Rapporteur

Byoung-moon Chin 	Tel: +82 42 860 6041

ETRI POBox 106, Yusong	Fax: +82 42 861 5404

Taejon, 305-350, Rep. of Korea	E-mail: bmchin@pec.etri.re.kr

3.	Documents considered

COM:	COM7-152, COM7-153, COM7-154

D:	D201/5, D216/5, D217/5, D225/5, D253/5

TD:	TD0124, TD0125, TD0148, TD0150, TD0151, TD0153, TD0154, TD0159, TD0160, TD0163, TD0164, TD0165, TD0168, TD5141, TD5143, TD5144, TD5146, TD5161, TD5162, TD5163, TD5167, TD5168, TD5169

Summaries of Delayed Contributions

D201/5 (Interoperability Testing Methodology and Framework)

- This contribution proposes a working document for gathering contributions for Interoperability Testing Methodology and Framework.

D216/5 (Comments to draft Recommendation Q.2971bis dealing with ATM Conformance testing)

- This contribution contains NTT�s comments to draft Recommendation Q.2971bis dealing with ATM Conformance testing

D217/5 (TSS and TPs for the CT of the ITU-T Recommendation Q.2931 User-Side Protocol)

- This contribution proposes the Test Suite Structure and Test Purposes of the Rec. Q.2931 user-side protocol.

D225/5 (Comments on draft Rec. Q.2971bis)

- This contribution contains Germany comments to draft Recommendation Q.2971bis.

D253/5 (Comments on draft new Rec. Q.2971bis for approval at September 1998)

- This contribution contains UK comments to draft Recommendation Q.2971bis.

4.	Meeting results

4.1	Agreements reached

4.1.1	Maintenance of X.290-Series

Q.23/7 agreed to recommend approval for publication of the document COM7-152 as a new edition of Recommendation X.292. 

A liaison statement (TD5144) from SG10 on the issue of future development and maintenance of the TTCN was reviewed. Q.23/7 agreed basically on this liaison proposing further development of TTCN in response to existing demand.

TD5162 reports that SG10 and SG7 have agreed to carry out joint work on the version 3 of the TTCN standard. Q.23/7 agreed to carry out joint work on the 3rd edition of the TTCN with SG10 during this Study Period. 

�4.1.2	Interoperability Testing Methodology and Framework

The contribution (D201/5) proposes a working document for Interoperability Testing Methodology and Framework. Q.23/7 agreed to take this document as a working document for gathering other contributions on Interoperability Testing Methodology and Framework. Q.23/7 will be pleased to welcome and receive contributions on this issue.

TD0164 describes the objective of interoperability experiments relevant to ITU-T Recommendations, their overall procedures and guidelines on them. These guidelines are important in the development on IOPT Framework and Methodology. Q.23/7 Rapporteur asked for comments on the document via E-mail until the end of October this year. The Rapporteur will transfer the comments, if any exist, to SG7 chairman for input to the next TSAG meeting.

Q.23/7 agreed to have a close relationship with TSAG on this issue.

4.1.3	ATM Conformance Test Specifications

4.1.3.1	TSS&TP for Q.2931

The contribution (D217/5) proposes the TSS and TP Purposes of the Rec. Q.2931 user-side protocol. Q.23/7 agreed that this contribution could be used as a working document for ATS development. The work of ATS development will be transferred to SG11 after this SG7 meeting according to the decision of TSAG September 1998 meeting. 

4.1.3.2	Comments on Q.2971bis

D216/5, D225/5, D253/5, TD0159, TD0160, TD5141, TD5143 and TD5161 (the five TDs are reproduced in Appendices 2 to 6) are comments on the draft Recommendation Q.2971bis. Discussion results are in TD5168 and are as follows:

Issue 1: MP format availability

Related documents: D225, D253, Appendix 2, Appendix 3, Appendix 4 and Appendix 5

Status: The MP format for Q.2971bis has been available at the ITU-T SG7 ftp site since December 1997. The problem was caused by the ITU-T TSB TIES ftp access policy. It was resolved by new TSB policy announced of the TSAG September 1998 meeting in which any TIES user at the ITU-T could access any ITU-T Study Group ftp sites. The corresponding ATS has been verified by the conformance test campaigns. For a complete ATS, it is important that MP file should be always available by any ITU-T TIES user.

Issue 2: TSS & TP availability

Related documents: D225, D253, Appendix 2, Appendix 3, Appendix 4 and Appendix 5

Status: TSS & TP was contributed at the March 1997 ITU-T SG7 meeting. It can be found in COM7-D39/5. 

Issue 3: PIXIT availability

Related documents: D225, D253, Appendices 2 to 6

Status: At this moment, Q.2971bis does not contain the PIXIT. The related PIXIT is required to be added in near future.

Issue 4: PICS availability

Related documents: D225, D253, Appendices 2 to 5

Status: The protocol experts in SG11 are requested to prepare the PICS for Rec. Q.2971.

Issue 5: ATS description in Concurrent TTCN

Related documents: D225, D253, Appendices 2 to 4

Status: When the contribution on the ATS was submitted at March 1997 SG7 meeting, the standard related to Concurrent TTCN was not complete. Therefore, no Concurrent TTCN has been used for describing the ATS.

Issue 6: Availability of ATS User side part

Related documents: D225, D253, Appendices 2 to 4

Status: At this moment, Q.2971bis does not contain ATS User side part. For a complete conformance testing, the ATS User side part is also required.

Issue 7: Test configuration diagram availability

Related documents: Appendix 6

Status: Test configuration diagram is included in the current text of Q.2971bis.

After discussing all the above issues, Q.23/7 agreed to transfer the determined text of Q.2971bis to SG 11.

4.1.3.3	Transfer of work for developing ATM ATS to SG11

There has been some communications about the transfer of work on ATM ATS from SG7 to SG11 among Q.23/7 Rapporteur, SG7 Chairman, and SG11 Chairman before this meeting. TSAG meeting in September 1998 decided to move the testing work currently done in SG7 on DSS2 to SG11 after this SG7 meeting. Q.23/7 discussed this issue and accepted the decision of TSAG. 

The current text of Question 23/7 was modified to reflect the new situation, see Appendix 1. The modified Q.23/7 is submitted to SG 7 Plenary for approval.

4.1.4	Review of general Temporary Documents

TD0124

Q.23 agreed that item number 2 (Q.2971bis) at page 2 should be deleted.

TD0150

Q.2963.1bis part 1 and Q.2963.1bis part 2 should be deleted from the list of potential candidate Recommendations for Determination at this meeting.

TD0151

All the candidate Recommendations related to B-ISDN DSS2 ATS should be deleted.

TD 0153

Q.23/7 reviewed the table in TD0153, which reflects the status of the work on Q-series Recommendation. Q.23/7 suggested updating the table as in TD5169.

TD0154

No change is required.

TD0163

The Q.23/7 Rapporteur asked for comments on the document via E-mail until the end of October this year. The Rapporteur will transfer the comments, if any exists, to SG7 chairman for input to the next TSAG meeting.

TD0165

The Q.23/7 Rapporteur discussed this guideline on QoS aspects of Protocol related Recommendations. The Rapporteur asked for comments on the document via E-mail until the end of October this year. The Rapporteur will transfer the comment, if any exist, to SG7 chairman for input to the next TSAG meeting.

TD0168

No change is required.

4.2	Draft Recommendations for approval at this SG 7 meeting



No.�Title�Editor�Latest Text�ISO/IEC Equivalent�Approval Target��X.292�OSI conformance testing methodology and framework for protocol Recommendations for ITU-T applications � The tree and tabular combined notation (TTCN)�S.U. Kim�COM7-152�9646-3�New edition September 1998��4.3	Draft Recommendations for approval at the next SG 7 meeting

None

4.4	Further study

4.4.1	Maintenance of X.292 (TTCN)

Q.23/7 will carry out joint work on the 3rd edition of the TTCN with SG10 during this Study Period. Q.23/7 suggested the following practical approach for implementation of the collaboration.

Contact points  -  Each Study Group shall appoint a point of contact for work on the 3rd edition of TTCN.  The Study Group 7 point of contact is the Rapporteur for Question 23/7.

Byoungmoon Chin

Director, Protocol Engineering Center

Electronics and Telecommunications Research Institute

161 Kajong-Dong, Yusong-Gu, Taejon

305-350, Korea

Tel:  +82 42 860 6041

Fax:  +82 42 861 5404

e-mail:  bmchin@pec.etri.re.kr

Editor for the 3rd edition of TTCN  -  There shall be dual editors for the 3rd edition of TTCN agreed by Study Groups 7 and 10.  Study Group 7 offers Sung-Un Kim of Korea as one of the editors.

Sung-Un Kim

Dept of Telematics Engineering

Pukyong National University

599-1 Daeyeon3-Dong Nam-Gu

Pusan, 608-737 Korea

Tel:  +82 51 620 6476

Fax:  +82 51 620 6470

e-mail:  kimsu@dolphin.pknu.ac.kr

Text of 3rd edition of TTCN  -  The draft text for the 3rd edition shall be constructed by using the 2nd edition text in Word format and all changes shall be clearly marked.  Changes are only agreed when agreed by both Study Groups.

Approval of 3rd edition  -  Which Study Group will do the �determination� and �decision� will be determined by mutual agreement when the draft text of the 3rd edition nears the state of stability.

4.4.2	Interoperability Testing Methodology and Framework

The goal is for agreement on the specification of Interoperability Testing Methodology and Framework. Q.23/7 agreed to have a close relationship with TSAG on this issue. Contributions for this topic are requested for the next SG 7 meeting.

4.5	Liaison statements

It was agreed to send three liaison statements as follows:

Liaison  to Study Group 10 on TTCN, see Annex 7.6.

Liaison statement to ITU-T TSAG and SG11 on future plan for developing ATM ATS, see Annex 7.7.

Liaison statement to ITU-T TSAG on interoperability, see Annex 7.8.

4.6	Action plan

The action plan for Q.23/7 is in Annex 6.4.

5.	Next meeting

Next regularly scheduled meeting of SG7 in June 1999.

____________________
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Question 23/7	-	Testing of data communication protocols

1	Motivation

The motivation for this work is to ensure that conformance tested products and services increase interoperability between end to end distributed applications.

Maintenance of Recommendations X.290, X.291, X.292, X.293, X.294, X.295 and X.296.

Development of new Recommendations related to the framework and methodology for Interoperability Testing in line with GII.

Close collaboration and liaison with other Study Groups, TSAG, and other international standard bodies.

Modification to these Recommendations and/or additional new Recommendations may be needed as a result of the study points.

2	Question

a)	Maintenance of X.290-series

i)	What is the applicability of X.290-series Recommendations and enhancements thereof in the area of B-ISDN (to be studied in liaison with Study Groups 11 and 13)?

ii)	What extensions are necessary to X.290-series Recommendations to include the further work on multi-party testing?

iii)	What extensions are necessary to X.290-series Recommendations to include the further work on profile testing?

iv)	What extensions are necessary to X.290-series Recommendations to include the further work on implementation conformance statements, consideration being given to implementation objects?

v)	Which means are the most appropriate to manage and maintain in an efficient way ITU�T manuals containing conformance test suites, given the specifics of these documents?

b)	Interoperability Testing

i)	What is the framework and methodology for Interoperability Testing in line with GII?

ii)	What are the inter-relationships among interoperability testing, CTMF (Conformance Testing Methodology and Framework) and FMCT (Formal Methods on Conformance Testing)?

3	Task objectives

Updated or New Recommendations by end of 1997-2000 study period.

a)	Revision of X.290-series Recommendations

X.292 (2nd Edition of TTCN): September 1998

X.292 (3rd edition of TTCN in collaboration with Study Group 10): 2000

	iii)	Revision of X.290, X.291, X.293, X.294, X.295, X.296: as needed

b)	Framework and Methodology of Interoperability Testing: March 2000

4	Relationships

Questions:				7, 14-22 and 24/7

Study Groups:			10, 11 and 13; TSAG

Standardization bodies:	ISO/IEC JTC 1/SC 6, ETSI

____________________
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TD 0159

SOURCE:	TSB

TITLE:	REPLY FROM GERMANY ON TSB CIRCULAR 118

____________________

Dear Sir,

I would like to inform you that the Administration of Germany assigns authority to Study Group 7 for the approval of the draft revised and new Recommendations except for Rec. Q.2971bis as contained in the Circular Letter mentioned above.

The reasons for the opposition to Rec. Q.2971bis are given below.

Draft Rec. Q.2971bis is considered as being incomplete and not yet mature for being finally approved and published. The reasons for this negative vote and general proposals to improve the present situation are given in the following.

Recommendation Q.2971bis tackles conformance testing for the B-ISDN DSS2 point-to-multipoint combined call/bearer control protocol as defined in published recommendation Q.2971 from ITU-T SG11. This is a complex protocol, for which conformance testing can practically only be performed by means of machines (an indispensable requirement for performing these texts). Therefore, the abstract test suites (ATS), a means for performing conformance tests, must be available in a world-wide accepted formal syntax of machine processable test suites, which is TTCN-MP.

Furthermore, it is obvious that abstract test suites themselves need to be verified, too. Due to their general complexity, the verification can only be performed on the basis of a detailed analysis of the ATS by means of machines. Therefore, any recommendation for automatic conformance testing by means of ATS can only be approved when these ATS are available in TTCN-MP representation.

In practice, to perform conformance testing to real implementation, a �tuned� conformance test is required. This is done by using a test case selection based on the protocol implementation conformance statements (PICS).

Considering the above, the vote against the present draft Recommendation Q.2971bis results from the following deficiencies:

Machine processable ATS (TTCN-MP) have not been made available from the point in time when draft Rec. Q.2971bis was determined until now.

In addition, the PICS (and related PICS proforma and PIXIT) are not available.

The deficiencies of the draft Recommendation Q.2971bis as listed above need to be eliminated as soon as possible. Especially, the missing machine readable and processable ATS in TTCN-MP - a major obstacle for an approval - need to be prepared and be made available in due time before the Resolution No. 1 approval process can be finalized. In addition, the protocol experts in ITU-T SG11 WP1/11 need are to prepare the protocol implementation conformance statements (PICS) for Rec.�Q.2971. Also the PICS proforma and the PIXIT still need to be worked out.

Once the present deficiencies have been removed, the recommendation will be accepted.

Reference is made to the most recent liaison statements on these issues which were sent to ITU-T SG7 by ITU-T SG11 from their meeting in Geneva in May 1998. These documents are:

(for ITU-T members available from SG11 IFA on ITU TIES)

ITU-T SG11 meeting, Geneva, 5-22 May, 1998: TD/PL-42, Liaison 6

ITU-T SG11 meeting, Geneva, 5-22 May, 1998: TD/PL-71

Yours sincerely

Lieser

_______________________
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SOURCE:	TSB

TITLE:	COMMENTS FROM THE UNITED KINGDOM ON TSB CIRCULAR 118

____________________

Dear Dr. Irmer,

TSB CIRCULAR 118 (COM 7/HZ)

The UK confirms, with the exception of the two detailed below, that it agrees to assign authority to Study Group 7 for the draft revised and new Recommendations to be considered for approval at the Study Group meeting on 25 September 1998, in accordance with the provisions of Resolution 1, Section 8.

The UK does not agree to the following two being considered for approval at the meeting on 25 September:

Draft new Recommendation Q.2971bis.

For the following reasons:

Only the graphical form of the ATS is available. For the validation and the syntax check the Machine Processable format is necessary. This is the only format which can be used by electronic tools.

There is no Test Suite Structure and Test Purpose-list (TSS&TP) beside the ATS available. The TSS&TP are necessary to check the contents and the completeness of the ATS.

For Q.2971 only the tests for the Network side are available. For a complete conformance test the User side part is also required.

There is no Protocol Implementation Conformance Statement (PICS) available, so there exists no way to tune the conformance test according to the real implementation. In general this is done by using a test case selection based on the PICS information.

No concurrent TTCN has been used for writing the ATS. To our mind it is not possible to test a distributed environment in an efficient way without the use of C-TTCN.

So far as we could overview the ATS, we found no way to implement an automatic verdict distribution which is necessary for an efficient test campaign.

2.	Draft amendment 2 to Recommendation X.419.

For the following reason:

The preferred UK solution is to delete clauses 6.4.5 and 11.3.4 altogether (rather than move them to Annex�E). The use of Lower Layers is not the proper concern of an Application standard. Note that other ITU�T Application Recommendations (such as X.500) do not attempt to constrain the allowed network services.

The UK would be willing to further consider the amendment with the following revision to item 4 of COM7-150: 

�4	Add to the end of both new sections:

Alternatively, the Session Layer may be mapped to any connection oriented transport service; for example, that specified in ISO/IEC 14766 (which refers to Internet RFC 1006).�

Yours faithfully,

Malcolm McGovern, UK ITU-T SG7 Co-ordinator.

On behalf of Patrick McDonald, DTI/UK.

___________________

�Appendix 4

(to Annex 4)

TD 5141



SOURCE:	ITU-T STUDY GROUP 11, W1/11, Q.20/11 (Geneva, 5-20 May 1998),�COM�11-R�94, Annex 1, Liaison statement 6

TITLE:	CREATION OF CONFORMANCE TEST SUITES FOR Q.2971

________________________

TO:	SG7 WP5/7

APPROVAL:	ITU-T SG 11 - MEETING DATE: 5 to 22 May 1998

FOR:	<action>

DEADLINE:	November 1998

CONTACT:	Rajiv Kapoor (Q20 Rapporteur)	Tel.:+ 1 732 949 0338

AT&T	Fax: + 1 732 834 6854

101 Crawfords Corner Road	E-mail: kapoor@ems.att.com

Holmdel, NJ 07733

USA

Since the last SG11 WP1 (Q20) meeting in September 1997 WP1 has followed the SG7 activities concerning testing with great interest.

Study Group 11 received at the Geneva meeting held in May 1998 a contribution which deals with the Study Group 7 delayed contribution D127, D128 and D129. The discussion brought out the following points which may be considered by SG 7:

Only the graphical form of the ATS is available. For the validation and the syntax check the Machine Processable format is necessary. This is the only format which can be used by electronic tools.

There is no Test Suite Structure and Test Purpose-list (TSS&TP) beside the ATS available. These TSS&TP are necessary to check the contents and the completeness of the ATS.

For Q.2971 only the tests for the Network side are available. For a complete conformance test the User side part is also important.

There is no Protocol Implementation Conformance Statement (PICS) available, so there exists no way to tune the conformance test according to the real implementation. In general this is done by using a test case selection based on the PICS information.

No concurrent TTCN has been used for writing the ATS. To our mind it is not possible to test a distributed environment in a efficient way without the use of C-TTCN.

So far as we could overview your ATS we found no way to implement an automatic verdict distribution which is necessary for an efficient test campaign.

Beside these points SG11 wishes to inform you that it has received 4 contributions (D.1010-1/11, D-1011-1/11, D.1020-1/11, D-1021-1/11) which presented the ETSI work done for conformance testing on Q.2971 user and network side. There exists also the TSS&TP and a PIXITS list. This ATS has passed a verification process done by numerous European organisations.

<ATTACHMENTS:

D1010-1/11 ; D1011-1/11 ; D1020-1/11 ; D1021-1/11 from 5-22 May 1998 Geneva Meeting>

<Note by TSB: URL References of above delayed documents:-

http://www.itu.int/itudocr/itu-t/com11/dcontr/dc-may98/1010_e_75319.zip

http://www.itu.int/itudocr/itu-t/com11/dcontr/dc-may98/1011_e_75308.zip

http://www.itu.int/itudocr/itu-t/com11/dcontr/dc-may98/1020_e_75317.zip

http://www.itu.int/itudocr/itu-t/com11/dcontr/dc-may98/1021_e_75318.zip

____________________
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SOURCE:	STUDY GROUP 11, COM 11-R 93



TITLE:	LIAISON STATEMENT ON PROTOCOL TESTING

________________________



QUESTION(S): Q.11, Q.12, Q.13, Q.20/11 and Q.23/7

SOURCE:	ITU-T SG 11

SUBJECT:	General issues on protocol testing

TO:	TSAG, and Study Group 7, Question 23/7

APPROVAL:	ITU-T SG 11 - WP1 - MEETING DATE: 5 to 15 May 1998

FOR:	TSAG for action, Study Group 7 for information

DEADLINE:	March 1999

CONTACT:	Keith Drage	Tel.: +44 115 943 4991

Technology Drive, Beeston, Nottingham	Fax: +44 115 943 4992

NG9 1LA, United Kingdom	e-mail: Keith.Drage@sgcs.co.uk



Study Group 11 notes the decisions of the previous TSAG meeting regarding conformance testing on protocols specified in Recommendation Q.2971 in conjunction with Study Group 7, and would like to seek clarifications on the long term implications of these decisions.

Within the current drafting of the questions for Study Group 11, Study Group 11 have considered that all protocol related questions include conformance testing as an integral part of the protocol production. Given that conformance testing of parts of the DSS2 protocol (e.g. Q.2971) are allocated to Study Group 7 (e.g. Q.2971 bis), can TSAG confirm that the conformance testing of the other protocols allocated to Study Group 11 does indeed rest with Study Group 11. Particularly in the field of ISUP there is extensive current conformance testing work being performed by Study Group 11, without any explicit mention in the question, and on the basis of the above mentioned understanding.

In addition to conformance testing, Study Group 11 has produced, and continues to produce, recommendations on testing of end-to-end interoperability. For this meeting, Study Group 11 has received a proposal, accompanied by a comprehensive test suite, that work should commence on testing of end-to-end interoperability of the full DSS2 protocol under the scope of Q.20/11. The proposed solution is documented according to the methodology of Recommendation X.290 / ISO 9646. Study Group 11 is willing to accept this request to progress work in this area, and would like confirmation that such work is within the province of Study Group 11.

Recommendation X.290 / ISO 9646 identifies a number of documents to be provided in support of conformance testing, and to form part of an overall protocol documentation. The drafts currently submitted by Study Group 7 to Study Group 11 to review (draft Recommendation Q.2971 bis), only contain the graphical syntax of an abstract test suite. Study Group 11 would like to understand and agree that a set of documents or part documents should be provided to form a complete set of conformance testing documentation, i.e. PICS proforma, PIXIT proforma, PCTR, TSS, TP documents, and agree which Study Group is responsible for these deliverables. Study Group 11 is of the opinion that the PICS proforma should ideally be systematically provided by the protocol specifiers.

Study Group 11 has attempted to abide by the TSAG decision to review the draft Recommendation Q.2971 bis, but has been frustrated in its review by the unavailability in a machine processable form of the abstract test suite.

Studies are taking place in regional bodies of computer automated test generation. This relates to provision of test purposes for the state machine based portion of the abstract test suite. This has impacts on the methodology adopted in the SDL and the TTCN. Study Group 11 would like to know what actions TSAG are taking as part of its Quality of Standards initiative to harmonise and coordinate these methodology studies between Study Group 7 and Study Group 10.

The existing rules for circulation of contributions and draft Recommendations under resolution 1 do not lend themselves to the conformance testing documentation. Study Group 11 would like to handle these documents electronically with zero or partial reproduction in paper form throughout the discussion and approval process. Can TSAG identify appropriate rules for this, e.g. through the formal and informal ftp/www areas. It is noted that many documents exceed the page limitations imposed by the TSB for full circulation of documents, and therefore full circulation already does not occur. Rather than reproduce introductory sections, which tend to be proforma in nature anyway, TSAG is requested to make a clear statement should be made as to which parts of testing documentation should be reproduced in paper form, if any. This can then be used by the contributors in their instructions to the TSB at time of submission.

Various regional bodies and fora generating test suites are discussing the best way of cooperating in order to share resources and produce harmonised outputs. As the test suites produced by these bodies are essentially those relating to base specifications defined in ITU-T protocol recommendations, with minor clarifications and option selection, Study Group 11 would welcome any input from TSAG on ways to promote this cooperation.

Are there other means that ITU-T can take to promote conformance testing work without itself working on conformance testing Recommendations. Support of such recommendations can only be handled efficiently with relevant tool support and expert support in the TSB. Is such tool support being provided or foreseen, or is it more appropriate to endorse the work of other standards bodies and fora where such tool support and resources are provided by the secretariats / headquarters organisations? Would a preferential way of providing this be to encourage this work in the other standards bodies and fora, and where appropriate endorse that work, assuming that relevant criteria for access and monitoring of the progress of the work by ITU-T members had been met?

Recognising that full conformance testing specification production requires significant efforts (specialised expert resources and tools), Study Group 11 identifies that specifying conformance protocol specifications with quality and usability requires close cooperation with protocol experts, hence shall indeed progress within the same Study Group. 

TSAG is invited to provide guidelines to Study Group 11 and other Study Groups producing protocol specifications on the principles to be followed based on the answers to the statements and questions above.

________________________
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SOURCE:	ITU-T SG 7 CHAIRMAN (Mr. H. BERTINE) ON BEHALF OF THE ATM FORUM



TITLE:	D 127/7 ABSTRACT TEST SUITE (ATS) FOR CONFORMANCE TESTING OF NETWORK-SIDE PROTOCOL OF B-ISDN DSS 2 UNI LAYER 3 SPECIFICATION FOR POINT-TO-MULTIPOINT CALL/CONNECTION

________________________



This is The ATM Forum�s initial response following consideration of recent correspondence between the Chairmen of ITU-T SG 7 and The ATM Forum Technical Committee concerning the ATS in D127/7.  A first look at this document has revealed the following observations. 



The participants in The ATM Forum Technical Committee observe that your study group still has to provide a PIXIT proforma for this test suite, although it is noted that there is a place holder in the document.  A PIXIT proforma is, of course, an integral part of a test suite; without the PIXIT there is no means to choose options for test case selection, nor to input important parameter values (such as timing), required by the test equipment.



The participants in The ATM Forum Technical Committee have also not found any test configuration diagram which would show the protocol layers, points of control and observation and location of upper and lower testers.  This kind of information is essential not only for test suite developers but also for users of the test suite such as test equipment vendors and conformance test labs.



The ATM Forum Technical Committee appreciated the opportunity to review the ATS for point to multipoint signaling  and would be pleased to receive a copy of your revised test suite.  Furthermore, The ATM Forum has suspended its effort to create an ATS in this area, pending the results of SG 7�s efforts.



The ATM Forum Technical Committee, without objection from the 107 Principal Members (out of a total of 167) present at its April 1998 meeting, agreed to send this communication.





This document includes information on work in progress within The ATM Forum.  The information contained is subject to change after more study.  It is offered for discussion in the interest of maximizing the availability of interoperable equipment.





_________________
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1.	Question 24/7:	Reference Model and Components for Open Distributed Processing

2.	Rapporteur

None designated yet.

Contact point :

Chairman WP5/7

Jean-Bernard STEFANI

France Telecom CNET

28 Chemin du Vieux Chene

BP 98

38243 Meylan Cedex

FRANCE

tel: +33 4 76 76 44 72

fax : +33 4 76 76 45 57

email : jeanbernard.stefani@cnet.francetelecom.fr

3.	Documents considered 

D219, D220, D221, D227, D255, TD 0129, TD, 0133, TD 5145

4.	Meeting results

The ITU-T/JTC 1 group on ODP (Q24/7 and SC33 - now SC7) met twice during the Jan. 1998 - August 1998 period, in Berlin, Germany in Jan. 1998 and in Brisbane, Australia, in July 1997.

After the dissolution of SC33 in July 1998, ODP work in ISO/IEC JTC1 is transferred to SC7. Work on the trader ICS Test Cases has been cancelled.

The numbering of documents has been modified for the sake of consistency:

the draft Recommendation on the ODP Naming Framework which had previously been numbered X.905 has been renumbered X.910;

the draft recommendation on QoS support in ODP has been numbered X.905.

A list of X.900-Series is attached in Appendix 1.

4.1	Draft Recommendations for approval at this meeting of SG 7

Draft Rec. �ISO/IEC reference�New/revised�Title�Location of text��X.910�(formerly �X.905�)�14771�new�ODP Naming Framework�COM 7-165��X.930�14753�new�ODP interface references and binding�COM 7-158 + D227���4.2	Draft Recommendations for approval at the next meeting of SG 7

Draft Rec.�ISO/IEC reference�New/revised�Title�Current text��X.904 amd.1�10746-4 amd.1�new�RM-ODP: Architectural Semantics - Computational formalization�D220��X.905�10746-5�new�RM-ODP: Quality of Service support�TD 5200��X.911�15414�new�ODP Enterprise Viewpoint�D255��X.931�14752�new�ODP protocol support for computational interactions�D221��X.960�14769�new�ODP Type repository function�D219��4.3	Liaison statements

Liaison to�Subject�Reference��JTC1/SC7�Joint activity�Annex 7.9��SG 10 and SG 11�ODL �Annex 7.10��SG 10�Middleware activity in SG 7�Annex 7.11��4.4	Action plan

See Annex 6.5.

5.	Next meetings

All meetings of Q.24/7 are joint with ISO/IEC JTC1/SC7 working groups on ODP.

Meeting�Date�Location�Topic��SC 7 ODP working groups ad-hoc meetings�Jan. 1999�USA�work on: 

type repository

QoS in ODP

protocol support for computational interactions

Enterprise viewpoint

formalization architectural semantics��SG 7 Plenary�June 1999�Geneva, Switzerland�review of work and approval of draft recommendations��___________________
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OPEN DISTRIBUTED PROCESSING

RECOMMENDATION�CURRENT����LATEST�ISO/IEC�APPROVAL��No.�TITLE�PUBLICATION�WP�Q�EDITOR�TEXT�EQUIVALENT�TARGET��X.901�Information technology - Open Distributed Processing - Reference model:  Overview and guide to use�1997�C�5�24�F. Caneschi��10746-1����X.902�Information technology - Open Distributed Processing - Reference model:  Foundations�1995�C�5�24�J. B. Stefani��10746-2����X.903�Information technology - Open Distributed Processing - Reference model:  Architecture�1995�C�5�24�A. Herbert��10746-3����X.904�Information technology - Open Distributed Processing - Reference model:  Architectural Semantics�1997�C�5�24�R. Sinnot��10746-4����X.904

Amd. 1�Computational formalization���5�24�R. Sinnot�D220�10746-4/Amd 1�June 1999�C��X.905*�Information technology - Open Distributed Processing - Reference model:  Quality of service���5�24�J. Tucker�TD5200�10746-5�June 1999�C��X.910*�Information technology - Open Distributed Processing - Naming framework���5�24�A. Tanaka�COM 7-165�14771�September1998�C��X.911*�Information technology - Open Distributed Processing - Enterprise language���5�24�J. Miller�D225�15414�June 1999�C��X.912*�Information technology - Open Distributed Processing - Use of specification techniques���5�24�R. Sinnott��TR 14466�March 2000�C��X.920�Information technology - Open Distributed Processing - Interface Definition Language�1997

COM 7-104�C�5�24�L. Leboucher��14750����X.930�Information technology - Open Distributed Processing - Interface references and binding���5�24�L. Kutvonen�COM 7-158 +

D277�14753�September1998�C��X.931�Information technology - Open Distributed Processing - Protocol support for computational interactions���5�24�P. Furniss�D221�14752�June 1999�C��X.950�Information technology - Open Distributed Processing - Trading function:  Specification�1997�C�5�24�T. Rutt��13235-1����X.951�Information technology - Open Distributed Processing - Trading function:  ICS and test cases���5�24��D169�13235-2�Work terminated���X.952�Information technology - Open Distributed Processing - Trading function:  Provision of trading function using OSI Directory service�1997�C�5�24�T. Rutt��13235-3����X.960�Information technology - Open Distributed Processing - Type repository function���5�24�K. Raymond�D219�14769�June 1999�C��*  Note change in X-series number

_____________________
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Summaries for X.905, X.911, X.31, X.960, Amend 1 to X.904



Draft new Recommendation X.931 : ODP Protocol support for computational interactions

This Recommendation | International Standard defines how interactions between objects in different ODP systems can be supported using different communication protocols. In particular, it

defines a Generic Interworking Framework (GIF);

within the GIF, defines a family of functionally-related service primitives;

specifies the mapping of the GIF service primitives and their parameters to the messages and field of particular protocols, including OMG CORBA GIOP.

Draft new Recommendation X.960: ODP Type repository function

This Recommendation | International Standard defines a framework for describing and managing types of interest in ODP systems. Specifically,

it determines what entities need to be typed and what needs to be defined about the identified types;

it identifies and characterizes type languages sufficient to describe the types of interest;

it specifies a generic type repository function which can be specialized to a specific type system or type notation, and which provides for storage, retrieval and management of type descriptions and relationships between types, for naming of types in a manner consistent with the ODP naming framework, and for interworking and federation of different type repositories.

Draft new Recommendation X.911:ODP Enterprise viewpoint

This Recommendation | International Standard refines and extends the Reference Model for Open Distributed Processing in defining how ODP systems are described from the enterprise viewpoint. Specifically,

it provides a language (concepts, structures and rules) for developing a specification of an ODP system from the enterprise viewpoint;

it defines rules of correspondence between the enterprise language and the other viewpoint languages of the Reference Model for ODP.

Amendment 1 to Recommendation X.904 : ODP Architectural Semantics - Computational Formalization

This amendment refines and extends the ODP architectural semantics as defined in Recommendation X.904 with a formalization of the computational language of the Reference Model for ODP. The computational language of the RM-ODP provides for a description of ODP systems as collections of interacting objects. This amendment to X.904 formalizes the concepts and rules of the ODP computational language using different formal description techniques (LOTOS, SDL, and Z).

Draft new Recommendation X.905: ODP Quality of Service

This Recommendation | International Standard extends the concepts and architecture defined in ITU-T Recommendations X.902 to X.904 | ISO/IEC 10746-2 to 10746-4 to allow the description of Quality of Service in ODP systems, using the common vocabulary which has been developed in ITU-T Recommendation X.641 | ISO/IEC 13236: Quality of Service � Framework. It refines and extends the foundation concepts and architecture of the RM-ODP, for the support of QoS in open distributed processing systems, including requirements for QoS management and requirements for QoS notations.

___________________
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Texts of Action plans

Annex 6.1	Action plan for Question 20/7

Annex 6.2	Action plan for Question 21/7

Annex 6.3	Action plan for Question 22/7

Annex 6.4	Action plan for Question 23/7

Annex 6.5	Action plan for Question 24/7

________________________



Annex 6.1

Action plan for Question 20/7



1.	Question 20/7:	Security Services, mechanisms and protocols

2.	Objectives:

Standardize security services for various emerging data communication technologies

Perform actions in accordance with Lead Study Group (LSG) on Communication Systems Security (CSS) coordination functions

Consider standardization needs relative to functions and mechanisms through which security services can be provided

Develop security concepts, architectures and Recommendations applicable to areas such as GII and future wireless systems

Provide assistance to other ITU-T Study Groups embedding security in specific protocol suites.  Review project-oriented security solutions for consistency and correctness of application

Maintain and update existing Recommendations

Consider standardization needs in such areas as security associations, key management, authentication techniques, algorithms, signatures, hashing techniques, labeling, network security, and security application program interfaces

Coordinate security activities with other ITU-T Study Groups, ITU-R TG8/1, ISO/IEC JTC1, and consortia and fora, as appropriate.

3.	Recommendations under the purview of Q.20/7:



No.�TITLE��X.800�Security architecture for Open Systems Interconnection for CCITT applications��X.803�Information technology - Open Systems Interconnection - Upper layers security model��X.810�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Overview��X.811�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Authentication framework��X.812�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Access control framework��X.813�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Non-repudiation framework��X.814�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Confidentiality framework��X.815�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Integrity framework��X.816�Information technology - Open Systems Interconnection - Security frameworks for open systems:  Security Audit and Alarms framework��X.830�Information technology - Open Systems Interconnection - Generic upper layers security:  Overview, models and notation��X.831�Information technology - Open Systems Interconnection - Generic upper layers security:  Security Exchange Service Element (SESE) service definition��X.832�Information technology - Open Systems Interconnection - Generic upper layers security:  Security Exchange Service Element (SESE) protocol specification��X.833�Information technology - Open Systems Interconnection - Generic upper layers security:  Protecting transfer syntax specification��X.834�Information technology - Open Systems Interconnection - Generic upper layers security:  Security Exchange Service Element (SESE) Protocol Implementation Conformance Statement (PICS) proforma��X.835�Information technology - Open Systems Interconnection - Generic upper layers security: :  Protecting transfer syntax specification Protocol Implementation Conformance Statement (PICS) proforma��4.	Liaisons:

ITU-T Study Groups 2, 4, 8, 9, 11, and 13

ITU-R Task Group 8/1

ISO/IEC JTC 1 Subcommittee 27

ISO/IEC JTC 1 Ad Hoc Working Group on GII Security.

5.	Work program and milestones:

Documents:

Communication Systems Security Engineering Handbook - Draft Text:  June 1999

Security Services and Mechanisms Handbook - Draft Text:  June 1999

List of ITU-T Security Definitions - Continuing Effort

Catalogue of ITU-T Security Related Recommendations - Continuing Effort

Security Information Objects (SIO) Working Draft � Draft Text:  June 1999

Trusted Third Party (TTP) Services Working Draft � Draft Text:  June 1999

Coordination:

Coordinate with ITU-R TG8/1 and ITU-T SG11 on IMT-2000 security-related issues

Coordinate with JTC1 Ad Hoc Working Group on GII Security on GII security related issues

Collaborate with ISO/IEC JTC 1/SC 27 on SIO and TTP Services standardization

Coordinate informally with the Internet Engineering Task Force (IETF), and other consortia and fora as appropriate to identify security standardization activities pertinent to ITU-T developments.

Activities:

Review the X.800 (series) Recommendations to determine those  requiring update and provide input by June 1999

Review proposed changes to the Compendium of Approved Security Definitions and coordinate comments vie e-mail prior to the June 1999 meeting

Evaluate IETF security work for relevance in Q20/7

Examine STASE-ROSE to determine the effort and desirability of generalizing this as an X.800 series Recommendation prior to the June 1999 meeting

Prepare common draft text for the SIO and TTP Services documents prior to the June 1999 meeting.

6.	Future meetings:

June 7 - 18, 1999 meeting of SG7

March 20 � 31, 2000 meeting of SG7

7.	Contacts:

	a)  For Action Items:	Mr. Elmer J. McDowell	Tel:  +1 703-288-3240

	IECA, Inc.	Fax:  +1 703-288-3241

	9010 Edgepark Road	email:  mcdowelle@ieca.com

	Vienna, Virginia USA 22182

	b)  Rapporteur:		Dr. C. Dale Nunley	Tel:  +1 301-912-1019

	P.O. Box 11	Fax:  +1 301-912-1019

	Annapolis Junction, MD	email:  dnunley@romulus.ncsc.mil

	USA 20701



______________________

�

Annex 6.2

Action plan for Question 21/7

1.	Question 21/7:	Naming, Addressing and Registration

2.	Objectives

�	Maintain current recommendations.

�	Provide input relative to realization of registration authorities.

�	Lead Global Information Infrastructure (GII) effort on naming, addressing and registration, relative to Q.24/13 work.

�	Study enhancements to X.650 or new recommendations to reflect technology advances in the area of naming portable objects, naming for distributed systems, and naming mobile objects.

�	Develop technical guide/tutorial on registration.

�	Catalogue objects whose names need registration.

�	Identify registration application content for TSB

�	Registration procedures needed to support enhancement to naming and addressing.

3.	Existing Recommendations

X.650, X.660, X.662, X.665, X.666, X.669, X.670, X.671

4.	Liaisons

Q.14/7, Q.15/7, Q.17/7, Q22/7, Q.24/7

ISO/IEC JTC 1/SC 6

5.	Communications

IETF

6.	Work programme and milestones

�	Develop criteria for registration under the itu-t arc;

�	Develop registration procedure guidelines for TSB;

�	Provide input to GII project M.7;

�	Comment on ODP naming framework;

�	Be a resource for dealing with issues concerning the establishment and operation of the new registration authorities.

7.	Future meetings

SG 7 scheduled meetings.

8.	Contact

�Y. Ronen�AT&T Laboratories�Room D5-3A03�200 Laurel Avenue�Middletown, NJ 07748�USA�Tel:	+1 732 420 3666�Fax:	+1 732 368 1909�Email:	ronen@att.com��_____________________________

�

Annex 6.3

Action plan for Question 22/7

1.	Question 22/7:	Open systems interconnection application, presentation, and session layers

2.	Objectives

The objectives of this question are the preparation and maintenance of Recommendations which support OSI session, presentation, and application layers.  Recommendations for OSI common application service elements are also included.

3.	Existing Recommendations for which Q.22/7 has responsibility

X.207, X.208, X.209. X.215, X.216, X.217, X.218, X.219, X.225, X.226, X.227, X.228, X.229, X.235, X.236, X.237, X.245, X.246, X.247, X.248, X.249, X.255, X.256, X.257, X.287, X.630, X.637, X.638, X.639, X.680, X.681, X.682, X.683, X.690, X.691, X.851, X.852, X.853, X.860, X.861, X.862, X.863, X.880, X.881, X.882

4.	Liaisons

Liaison will be maintained with the following organizations:

ISO/IEC JTC1

	-	SC6

			-	ASN.1 Group

			-	Registration Group

	-	Maintenance Rapporteur Group.

5.	Work program and milestones

Recommendations for approval in June 1999:

X.228/Cor	RTSE (TD 5019 March 1997)

X.235/Amd.1	Connectionless Session Protocol/Efficiency Enhancements (TD 5178)

X.236/Amd.1	Connectionless Presentation Protocol/Efficiency Enhancements (TD 5179)

X.680/Amd. 1	ASN.1 Basic Notation/Dynamically Constrained Types (D 228/5)

X.680/Amd. 2	ASN.1 Basic Notation/Semantic Model (D 229/5)

X.680/Amd. 3	ASN.1 Basic Notation/Relative Object Identifiers (TD 5190)

X.681/Amd. 1	ASN.1 Information Object Specification/Semantic Model (D 230/5)

X.682/Amd. 1	ASN.1 Constraint Specification/Dynamically Constrained Types (D 231/5)

X.683/Amd. 1	ASN.1 Parameterization of ASN.1 Specifications/Semantic Model (D 232/5)

X.690/Amd. 1	ASN.1 BER,CER,and DER/Dynamically Constrained Types (D 233/5)

X.691/Amd. 1	ASN.1 PER/Dynamically Constrained Types (D 234/5)

Recommendations being considered for deletion in March 2000 or later:

X.208 (delete) ASN.1

X.209 (delete) ASN.1 Basic Encoding Rules

�6.	Meetings

SC6 ASN.1 Group, January 1999

SG7, June 1999, Geneva

SG7, March 2000, Geneva

7.	Contact

Stephen P. Van Trees

Federal Aviation Administration

FAA/AIR-130, Room 815

800 Independence Ave, SW

Washington, DC 20591-0004

USA

Voice:	+1.202.267.9567

Fax:	+1.202.267.5340

EM:	Stephen_Van_Trees@faa.gov

_______________________

�

Annex 6.4

Action plan for Question 23/7



1.	Question 23/7:	Testing of Data Communication Protocols 

2.	Objectives

a)	 Revision and Maintenance of X.290-series Recommendations

i)	X.292 (2nd Edition of TTCN) : September 1998

ii)	X.292 (3rd Edition of TTCN) : 2000

iii)	Maintenance of X.290, X.291, X.292, X.293, X.294, X.295, X.296: 2000

b)  Framework and Methodology of Interoperability Testing: March 2000

3.	Existing Recommendations

X.290(1995), X.291(1995), X.292(1998), X.293(1995)

X.294(1995), X.295(1995), X.296(1995)

4.	Liaisons and Communications

SG10, SG11, SG13, TSAG;

ETSI/MTS;

ATM Forum.

5.	Work program and milestones

New Recommendation X.iopt (Target date for SG7 approval: March 2000)

6.	Future Meetings

Study Group 7 Meeting: June 1999

Study Group 7 Meeting: March 2000

7.	Contact

Byoung-moon Chin		Tel: +82 42 860 6041

ETRI  POBox 106 Yusong	Fax: +82 42 861 5404

Taejon, 305-350			E-mail: bmchin@pec.etri.re.kr

Korea

__________________

�

Annex 6.5

Action Plan for Question 24/7



1.	Question 24/7:	Reference Model and Components for Open Distributed Processing

2.	Objectives

To maintain and develop the Reference Model for ODP.

To develop additional architectural frameworks complementing and extending the RM-ODP, notably in the following areas :

interface references and binding

open distributed systems naming

open distributed systems security

open distributed systems quality of service

open distributed systems management

ODP conformance

open distributed systems dependability

To develop specifications of ODP functions and components identified in the RM-ODP and its associated architectural frameworks, including:

object management and life-cycle

repository functions including trading, type repository, relationship and query functions

coordination functions such as transaction, replication, and event notification functions

interoperability functions including binding and interception functions with their protocol support

component composition functions including those providing distribution transparencies identified in the RM-ODP.

Where necessary, to develop notations for specifying and describing ODP systems and components, including:

viewpoint languages and notations such as the ODP IDL for computational specifications

programming language bindings to the ODP IDL

3.	Existing recommendations

X.902 (1995), X.903 (1995), X.901 (1997), X.950 (1997), X.904 (1998), X.920 (1998), X.952 (1998)

4.	Liaisons

All work of Q.24/7 is done jointly with ISO/IEC JTC1/SC7 working groups on ODP.

Liaisons with other ITU-T SGs include:

SG 4 on ODMA and TMN architecture

SG10 on architectural semantics, FDTs, IDL and ODL, middleware functions

SG11 on intelligent network architecture

SG13 on GII and telecommunication architecture for an evolving environment

SG16 on distributed infrastructure for multimedia applications.

5.	Communications with consortia and fora

OMG on CORBA and Object Services and Facilities

�6.	Work Programme and milestones

Draft Rec.�ISO/IEC reference�New/revised�Title�Approval in SG 7��X.904 amd.1�10746-4 amd.1�new�RM-ODP: Architectural Semantics - Computational formalization�June 1999��X.905�10746-5�new�RM-ODP: Quality of Service support�June 1999��X.911�15414�new�ODP Enterprise Viewpoint�June 1999��X.912�TR14466�new�Specification techniques for ODP�March 2000��X.931�14752�new�ODP protocol support for computational interactions�June 1999��X.960�14769�new�ODP Type repository function�June 1999��7.	Meetings

All meetings of Q.24/7 are joint with ISO/IEC JTC1/SC7 working groups on ODP.

Meeting�Date�Location�Topic��SC 7 ODP working groups ad-hoc meetings�Jan. 1999�USA�work on: 

type repository

QoS in ODP

protocol support for computational interactions

Enterprise viewpoint

formalization architectural semantics��SG 7 Plenary�June 1999�Geneva, Switzerland�review of work and approval of draft recommendations��8.	Contact

Chairman WP5/7

Jean-Bernard STEFANI

France Telecom CNET

28 Chemin du Vieux Chene

BP 98

38243 Meylan Cedex

FRANCE



tel:	+33 4 76 76 44 72

fax : 	+33 4 76 76 45 57

email : jeanbernard.stefani@cnet.francetelecom.fr

___________________

�

ANNEX 7

Texts of liaison statements and communications

Liaison to�Origin�Topic�Annex No.��SG4, SG8, SG9�Q20/7�Security-related recommendations�7.1��SG4, SG9�Q20/7�Security-related definitions�7.2��SG13�Q20/7�GII project coordination�7.3��ANSI and ISO/IEC JTC1/SC 6�Q21/7�Establishment of registration authority�7.4��ISO/IEC JTC1/SC6�Q22/7�Defect report against X.669�7.5��SG 10�Q23/7�TTCN�7.6��TSAG, SG 11�Q23/7�ATM ATS�7.7��TSAG�Q23/7�Interoperability testing�7.8��ISO/IEC JTC1/SC7�Q24/7�Joint activity�7.9��SG10, SG11�Q24/7�ODL�7.10��SG10�Q24/7�Middleware activities�7.11��____________________



Annex 7.1

SOURCE:	ITU-T SG 7 (Q.20/7)

TITLE:	LIAISON STATEMENT ACKNOWLEDGING INPUT ON ITU-T SECURITY RELATED RECOMMENDATIONS LISTING

______________________

LIAISON STATEMENT



TO:	WP3/4, Q19/4, SG8 (Q1/8), SG9

APPROVAL:	SG7

FOR:	Information

DEADLINE:	N/A

CONTACT:	For Action Items:	Mr. Elmer J. McDowell	Tel:  +1 703-288-3240

	IECA, Inc.	Fax:  +1 703-288-3241

	9010 Edgepark Road	email:  mcdowelle@ieca.com

	Vienna, Virginia USA 22182

		Rapporteur:	Dr. C. Dale Nunley	Tel:  +1 301-912-1019

	P.O. Box 11	Fax:  +1 301-912-1019

	Annapolis Junction, MD	email:  dnunley@romulus.ncsc.mil

	USA 20701

We thank you for your review of the ITU-T Security Related Recommendations listing compiled by Q20/7.  Corrections provided have been incorporated into the listing; however, general distribution of the revised document will be deferred until substantial modification has occurred.  We would appreciate information about other changes that may become necessary.

______________________

�

Annex 7.2



SOURCE:	ITU-T SG 7 (Q.20/7)

TITLE:	LIAISON STATEMENT ACKNOWLEDGING INPUT ON THE COMPENDIUM OF ITU-T APPROVED SECURITY DEFINITIONS



______________________

LIAISON STATEMENT



TO:	WP3/4, SG9

APPROVAL:	SG7

FOR:	Information

DEADLINE:	N/A

CONTACT:	For Action Items:	Mr. Elmer J. McDowell	Tel:  +1 703-288-3240

	IECA, Inc.	Fax:  +1 703-288-3241

	9010 Edgepark Road	email:  mcdowelle@ieca.com

	Vienna, Virginia USA 22182

		Rapporteur:	Dr. C. Dale Nunley	Tel:  +1 301-912-1019

	P.O. Box 11	Fax:  +1 301-912-1019

	Annapolis Junction, MD	email:  dnunley@romulus.ncsc.mil

	USA 20701

We thank you for your review of the Compendium of ITU-T Approved Security Definitions compiled by Q20/7.  The suggestion from WP3/4 that the note in definition number 5 for asymmetric cryptographic algorithm be deleted has been agreed in Q20/7.  Resources to evaluate the alternate definitions provided by SG9 were not available during the September 1998 Q20/7 meeting held in Beijing, China; however, action to accomplish this will be taken prior to the next meeting with e-mail coordination.



��

Annex 7.3



SOURCE:	ITU-T SG 7 (Q.20/7)

TITLE:		LIAISON STATEMENT ON GII PROJECT COORDINATION

_______________________

LIAISON STATEMENT



TO:	SG13 (LSG GII)

APPROVAL:	SG7

FOR:		Action

DEADLINE:	End of May 1999

CONTACT:	For Action Items:	Mr. Elmer J. McDowell	Tel:  +1 703-288-3240

	IECA, Inc.	Fax:  +1 703-288-3241

	9010 Edgepark Road	email:  mcdowelle@ieca.com

	Vienna, Virginia USA 22182

		Rapporteur:	Dr. C. Dale Nunley	Tel:  +1 301-912-1019

	P.O. Box 11	Fax:  +1 301-912-1019

	Annapolis Junction, MD	email:  dnunley@romulus.ncsc.mil

	USA 20701



We have reviewed the most recent Allocation of work/GII Standardization Projects and their descriptions (Annex 4 to COM 13 R-29) forwarded by SG13, and have noted two areas, related to security, that require correction. Firstly, Project M.6.2 appears to be incomplete in that the listing for the project in the table contains only the project number and name, and that there is no project plan elsewhere in the document.  After consideration in the LSG CSS, it is recommended that Project M.6.2 be deleted from the table, and that �(end-to-end)� be deleted from the name of Project M.6.1.  Network security could be addressed under Project M.6.1, if required, since the Project M.6.1 Plan is written in terms supporting general consideration of security solutions in the GII.  Secondly, the security portion of the table in Project F.4 is not consistent with documentation provided previously by the LSG CSS.  In particular, all areas listed, except security evaluation, should be highlighted for ITU.  Additionally, work is ongoing in ISO/IEC on trust service, access control and security management.  Finally, the LSG CSS considers that there are other standardization bodies, in addition to ETSI, with ongoing security-related work that should be represented in the table.  We recommend that the ETSI table heading be changed to �Other Bodies� to permit recognition of the additional work.

Additionally, we would like to bring to you attention the Report on GII Security for JTC 1, prepared by JTC 1/SC 27 and forwarded to Q20/7 as D 190/5.  Having participated in development of the SC 27 report, Q20/7 recommends it as a foundation for the consideration of security in the GII.

The LSG CSS will continue development of documents providing fundamental principles of security for the GII.  In this regard, Q20/7 has under development handbooks for applying security in the GII and listings of Recommendations pertinent to GII security.  We look forward to a continued synergistic association with SG13 in developing the GII.

_____________________



Attachment:  D 190/5

�

Annex 7.4



SOURCE:	ITU-T SG7 (Q.21/7)

TITLE:	LIAISON STATEMENT TO ANSI REQUESTING THE ESTABLISHMENT OF REGISTRATION AUTHORITY TO SUPPORT ITU-T REC. X.666 | ISO/IEC 9834-7 (for Action) AND TO ISO/IEC JTC1/SC6 (for Information)

SUBJECT:	REQUEST OF ANSI TO ESTABLISH THE REGISTRATION SERVICES IMMEDIATELY (second request).

____________________



Rapporteur for Q.21/7: Naming addressing and registration

Contact:

Dr. Y. Ronen�AT&T Laboratories�Room D5-3A03�200 Laurel Avenue�Middletown, NJ 07748�United States�Tel: +1 732 420 3666�Fax: +1 732 368 1909�Email: ronen@att.com��

From the last meeting of Study Group 7, a request was made of ANSI to quickly establish a registration authority for registering international organisation names as enumerated in Annexes A, B, and C of ITU-T Rec.�X.666 | ISO/IEC 9834-7.  Unfortunately we have not received a reply to our request. 

Please advise us of your current status and when you plan to offer the requested registry services.

Thank you in advance for giving this matter your immediate attention and we look forward to receiving your prompt and favourable reply. 

______________________

�

Annex 7.5



SOURCE:	ITU-T SG 7 (Q.22/7)

TITLE:		LIAISON STATEMENT TO ISO/IEC JTC1/SC6, ASN.1 Group and Registration Group

______________________

LIAISON STATEMENT



TO:	ISO/IEC JTC1/SC6 ASN.1 Group and Registration Group

APPROVAL:	SG 7

FOR:	ACTION

DEADLINE:		4 FEBRUARY 1999

CONTACT:	

Stephen P. Van Trees

Federal Aviation Administration

FAA/AIR-130, Room 815

800 Independence Ave, SW

Washington, DC 20591-0004

USA

Voice:	+1.202.267.9567

Fax:	+1.202.267.5340

EM:	Stephen_Van_Trees@faa.gov 



In reference to your recent defect report related to a possible conflict between X.669 and X.680, the following liaison is provided.

It is proposed that in the alphanumeric portion of the registry service, alphanumeric organization codes be used in forming an ObjectDescriptor value (in lieu of NameForm), and the numeric organization code value assigned by the Registration authority be used for the NumberForm (as currently stated in X.669).







Attachment:	Recommendation X.669

____________________

�

Annex 7.6

SOURCE:	ITU-T SG 7 (Q.23/7)

TITLE:		LIAISON TO STUDY GROUP 10 ON TTCN

________________________



Recognizing the agreement reached in TASG regarding Study Group 7 and 10 collaboration on the 3rd edition of TTCN, Study Group 7 suggests the following practical approach for implementation of this collaboration.

Base text  -  The base text for 3rd edition of TTCN shall be the 2nd edition of X.292 approved by Study Group 7 at its September 1998 meeting.

Backwards compatibility  -  The 3rd edition of TTCN shall be backwards compatible with the 2nd edition.

Agreements on additional requirements  -  The first step towards producing the 3rd edition is agreement by both Study Groups on the additional requirements that need to be addressed.  Study Group 7 suggests that Study Group 10 produce the first draft of such a list of requirements in sufficient detail for a good review by Study Group 7 at its June 1999 meeting.

Collaborative development  -  Extensive use of the ITU-T informal ftp site and e-mail distribution lists is encouraged for the development of the 3rd edition.  Without exception, all proposals and information posted or e-mailed concerning the 3rd edition by one Study Group shall be copied to the other Study Group.

Contact points  -  Each Study Group shall appoint a point of contact for work on the 3rd edition of TTCN.  The Study Group 7 point of contact is the Rapporteur for Question 23/7.

Byoungmoon Chin

Director, Protocol Engineering Center

Electronics and Telecommunications Research Institute

161 Kajong-Dong, Yusong-Gu, Taejon

305-350, Korea

Tel:  +82 42 860 6041

Fax:  +82 42 861 5404

e-mail:  bmchin@pec.etri.re.kr

Editor for the 3rd edition of TTCN  -  There shall be dual editors for the 3rd edition of TTCN agreed by Study Groups 7 and 10.  Study Group 7 offers Sung-Un Kim of Korea as one of the editors.

Sung-Un Kim

Dept of Telematics Engineering

Pukyong National University

599-1 Daeyeon3-Dong Nam-Gu

Pusan, 608-737 Korea

Tel:  +82 51 620 6476

Fax:  +82 51 620 6470

e-mail:  kimsu@dolphin.pknu.ac.kr

Text of 3rd edition of TTCN  -  The draft text for the 3rd edition shall be constructed by using the 2nd edition text in Word format and all changes shall be clearly marked.  Changes are only agreed when agreed by both Study Groups.

Approval of 3rd edition  -  Which Study Group will do the �determination� and �decision� will be determined by mutual agreement when the draft text of the 3rd editions nears the state of stability.

Study Group 7 would appreciate receiving the views of Study Group 10 on the above practical suggestions and looks forward to receiving the first draft of the set of requirements for the third edition.

____________________

�

Annex 7.7



SOURCE:	ITU-T SG7 (Q.23/7)

TITLE:		LIAISON STATEMENT TO ITU-T TSAG AND SG11 ON FUTURE PLAN FOR DEVELOPING ATM ATS

______________________

LIAISON STATEMENT



TO:			TSAG and Study Group 11

APPROVAL:	SG 7

FOR:			For information to TSAG and action to Study Group 11

DEADLINE:		Two weeks before the June 1999 SG 7 meeting



CONTACT:	Byoung-moon Chin 		Tel:  +82 42 860 65041

		ETRI POBox 106, Yusong		Fax: +82 42 861 5404

		Taejon, 305-350, Rep. of Korea	E-mail: bmchin@pec.etri.re.kr

 			



There had been some communications about the transfer of work on ATM ATS from SG7 to SG11 among Q.23/7 Rapporteur, SG7 Chairman, and SG11 Chairman before this SG7 meeting. And TSAG, at the TSAG meeting in September 1998, decided to transfer the work on ATM ATS to SG11 from SG7. Q.23/7 discussed the issues and accepted the TSAG�s decision. 

SG7 response to the comments on Q.2971bis is attached.

Regarding the transfer of work on ATM ATS, the standardization status of Q.23/7 on B-ISDN signaling protocol testing specifications as of the close of the 14-25 September meeting of SG7 is as follows:

�

No.�Title �Latest

text�Editor�Remark                    ��Q.2931bis�ATS for conformance testing of B-ISDN DSS 2 UNI layer 3 specification for basic call/connection control�D217/5

(TSS&TP)�Yongbum Park�TSS&TP is available as D217/5��Q.2961bis�ATS for conformance testing of B-ISDN DSS 2 � Additional traffic parameters�none��Note 1��Q.2962bis�ATS for conformance testing of B-ISDN DSS 2 � Connection characteristics negotiation during call/connection establishment phase�none��Note 1��Q.2963.1bis

part 1�ATS for conformance testing of B-ISDN DSS 2 � Connection modification:  Peak cell rate modification by the connection �D128/5�Woong Jang�Note 2

��Q.2963.1bis

par 2�ATS for conformance testing of B-ISDN DSS 2 � Connection modification:  Peak cell rate modification by the connection �D129/5�Woong Jang�Note 2

��Q.2971bis�ATS for conformance testing of B-ISDN DSS 2 UNI layer 3 specification for point-to-multipoint call/connection control�COM 7-153, 154�HongSe Son�Determined at December 1997 SG7 meeting��Q.ats6�ATS for conformance testing of B-ISDN DSS 2 UNI layer 3 specification for multipoint-to-multipoint call/connection control�none��Note 1��Note 1:	It is originally scheduled to approve at March 2000 SG7 meeting. But there is no progress yet in SG7.

Note 2:	It can be determined at the next SG11 meeting. Updated text is expected to be submitted to the next SG11 meeting by Mr. Woong Jang (Korea).

* Related documents could be found in SG7 area of ITU-T web site.



___________________

















Attachments: Annex 4, clause 4.1.3.2 and Appendices 2 to 6
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Annex 7.8



SOURCE:	ITU-T SG 7 (Q.23/7)

TITLE:		LIAISON STATEMENT TO ITU-T TSAG ON INTEROPERABILITY 

__________________________

LIAISON STATEMENT



TO:			ITU-T TSAG

APPROVAL:	SG 7

FOR:			For information

DEADLINE:		Two weeks before the June 1999 SG 7 meeting



CONTACT:	Byoung-moon Chin 		Tel:  +82 42 860 6041

		ETRI POBox 106, Yusong		Fax: +82 42 861 5404

		Taejon, 305-350, Rep. of Korea	E-mail: bmchin@pec.etri.re.kr

 			



At SG7 September 1998 meeting, Q.23/7 received a contribution which proposes a working document for Interoperability Testing Methodology and Framework. Q.23/7 agreed to take this document as a base document for gathering other contributions on Interoperability Testing Methodology and Framework. Q.23/7 will be pleased to welcome to receive the contributions on this issue. 



Also Q.23/7 reviewed the text from TSAG related to interoperability experiments relevant to ITU-T Recommendations. This text was considered to be important in developing the Interoperability Testing Methodology and Framework. Therefore, Q.23/7 agreed to have a close collaboration and participation with ITU-T TSAG on the issue of  Interoperability. 

______________________
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Chairman WP5/7

Jean-Bernard STEFANI

France Telecom CNET

28 Chemin du Vieux Ch�ne

BP 98

38243 Meylan Cedex

FRANCE



tel: +33 4 76 76 44 72

fax : +33 4 76 76 45 57

email : jeanbernard.stefani@cnet.francetelecom.fr





ITU-T Study Group 7 has noted the transfer of ODP projects to SC7, following the dissolution of SC33. SG7 welcomes the continuation of ODP projects under the auspices of SC7. In keeping with the tradition of joint work between ISO/IEC JTC1 and ITU-T on ODP, SG 7 hopes that the ODP activity will remain joint between SG 7 and SC7, and is looking forward to a fruitful cooperation with SC7.

_____________________























Attachment: see Annex 5, Appendix 1
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SG 7 has noted with interest the activities taking place in SG 10 Q2/10 on ODL and would like to express its thanks for the cooperation of SG 10 in the development of the architectural semantics for the Reference Model for ODP.

In response to SG 10 liaison statement on ODL contained in COM 10-R-2, SG 7 would be happy to review draft Recommendation Z.130 on ODL, and would like to offer the following clarifications:

1)	Cooperation with OMG is crucial to the success of the ITU-T and ISO/IEC standardization on ODP. It is therefore important that ITU-T representation in OMG be consistently maintained, through ITU-T members that are members of OMG or through designated official liaison officers. In its capacity as Lead Study Group on ODP, SG7 notes with appreciation the support from SG 10 in this respect.

2)	To clarify SG 7�s current activities on ODP and their links with OMG undertakings, we attach a table that summarizes the status of past and ongoing ODP projects in  SG 7.

3)	As noted in the attached table, Rec. X.920 on ODP IDL has been adopted by ITU-T. It is based on the latest version of the OMG IDL. It is now a joint ISO/IEC/ITU-T standard and its publication is pending (awaiting an agreement between ITU and OMG on copyright issues). X.920 is therefore already available for use by SG 10 and the development of ODL can use it as  a basis.

4)	Adoption of new OMG results by ITU-T will be very much dependent on the use by OMG of the PAS procedure in JTC1. In keeping with the tradition of joint work with JTC1 on ODP, SG 7 intends to develop its ODP recommendations jointly with JTC1 and will incorporate OMG material where appropriate. Note already that:

Rec. X.920 on ODP IDL is based entirely on the OMG CORBA IDL

Rec. X.950 on the ODP Trader has been developed in part with OMG cooperation and is aligned (is a superset of) the OMG Trader specification

Rec. X.931 on protocol support for computational interactions, which is under development by SG 7, contains a mapping onto the CORBA GIOP

Rec. X.960 on the ODP Type Repository function, which is under development by SG 7, generalizes the CORBA interface repository, which can be understood as a specialized instance of type repository.

�5)	On Quality of Service, SG 7 is developing a comprehensive framework for the support of Quality of Service in ODP. Recommendation X.905 that deals with this subject is targeted for approval at the June 1999 plenary of SG 7. SG 7 invites SG 10 to review this draft Recommendation.

__________________













Attachments: 2

Attachment 1: Draft Recommendation X.905 per TD 5200

Attachment 2: see Annex 5, Appendix 1
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SG 7 has reviewed SG 10 draft report on middleware standardization activities and would like to offer the following clarifications.

1)	For two study periods, SG 7 has been developing,  jointly with ISO/IEC JTC1 SC21 and SC33, a framework for Open Distributed Processing. This has lead in 1995 to the publication of the Reference Model for ODP (RM-ODP) specified  in Recommendations X.902 and X.903. SG 7 is currently developing the ODP standardization, completing the RM-ODP framework with specifications for functions identified in the RM-ODP, and with additional architectural frameworks (eg for QoS support).

All of this activity on ODP in effect already constitutes a �middleware� standardization effort within ITU-T. Current developments of this activity include a close relationship with OMG, which is seen as a prime source of publicly available specifications for open distributed systems.

We include as an attachment to this liaison a table that summarizes the current state of development of ODP standardization, listing existing recommendations and forthcoming ones.

2)	In addition to the ODP efforts, several other projects in SG 7 define functions relevant in a comprehensive open distributed environment, and hence are relevant to a �middleware� standardization effort. These include:

Directory systems and services

Security services, mechanisms and protocols

Upper layer OSI services and protocols (notably application-level protocols such as OSI-TP and CCR)

3)	An understanding of the multi-faceted area of �middleware� would benefit from a common frame of reference, to understand e.g. issues of conformance, interworking and portability, programming language mappings and system-level bindings, and to clearly organize the many relevant functions. We believe SG 7 work on ODP, and the RM-ODP in particular, provides such a frame of reference. SG 7 would therefore urge SG 10 to use it lavishly in its analysis of what constitutes middleware and of the necessary ITU standardization.

SG 7 is interested to closely cooperate with SG 10 in its middleware endeavours, and is looking forward to a fruitful coordination of Q3/10 work with that of Q24/7.

Attachment: (see Annex 5, Appendix 1)

_____________________

____________________
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